![](data:image/png;base64,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) **NASA NPR 1600.4B**

**Procedural**Effective Date: August 3, 2025

**Requirements** Expiration Date: August 3, 2030

**Subject: Identity and Credential Management**

**Responsible Office: Office of Protective Services**

**Table of Contents**

[Preface](#_Toc198296205)

[P.1 Purpose](#_Toc198296206)

[P.2 Applicability](#_Toc198296207)

[P.3 Authority](#_Toc198296208)

[P.4 Applicable Documents and Forms](#_Toc198296209)

[P.5 Measurement/Verification](#_Toc198296210)

[P.6 Cancellation](#_Toc198296211)

[Chapter 1. Introduction](#_Toc198296212)

[1.1 Overview](#_Toc198296213)

[1.2 Scope](#_Toc198296214)

[1.3 Waivers and Exceptions](#_Toc198296215)

[Chapter 2. Roles and Responsibilities](#_Toc198296216)

[2.1 Overview](#_Toc198296217)

[2.2 Agency Roles and Responsibilities](#_Toc198296218)

[2.3 Credential Issuance Roles and Responsibilities](#_Toc198296219)

[2.4 Separation of Duties](#_Toc198296220)

[2.5 Training](#_Toc198296221)

[2.6 Privacy](#_Toc198296222)

[2.7 Events and Tours](#_Toc198296223)

[Chapter 3. Enrollment and Credential Issuance](#_Toc198296224)

[3.1 Overview](#_Toc198296225)

[3.2 Applicant Categories](#_Toc198296226)

[3.3 Enrollment and Issuance Procedures](#_Toc198296227)

[3.4 Visitor Enrollment and Issuance Procedures](#_Toc198296228)

[3.5 Remote Enrollment Procedures](#_Toc198296229)

[3.6 Remote Issuance Procedures](#_Toc198296230)

[3.7 Identity Proofing and Vetting Requirements](#_Toc198296231)

[3.8 Trusted Partnerships and Federation](#_Toc198296232)

[Chapter 4. Foreign Nationals](#_Toc198296233)

[4.1 Overview](#_Toc198296234)

[4.2 NASA Foreign National Access Policy and Related Requirements](#_Toc198296235)

[4.3 Enrollment and Issuance Procedures for Foreign Nationals](#_Toc198296236)

[4.4 Enrollment and Issuance Procedures for Foreign National Visitors](#_Toc198296237)

[4.5 Remote Enrollment and Issuance Procedures for Foreign Nationals](#_Toc198296238)

[4.6 Implementation](#_Toc198296239)

[4.7 Identity Proofing and Vetting Requirements for Foreign Nationals](#_Toc198296240)

[4.8 Foreign National Escort Requirements](#_Toc198296241)

[4.9 Requirements for Visas](#_Toc198296242)

[4.10 Requirements Based on Affiliation](#_Toc198296243)

[4.11 Requirements Based on Visitor Attributes](#_Toc198296244)

[4.12 Requirements Based on Credential Type](#_Toc198296245)

[4.13 Access Control Plans, Technology Transfer Control Plans, and Access Provisioning](#_Toc198296246)

[4.14 Onsite, Offsite, and Virtual Meetings](#_Toc198296247)

[4.15 Visiting Center Request](#_Toc198296248)

[4.16 Annual Review](#_Toc198296249)

[4.17 Requirements for Logical Access](#_Toc198296250)

[Chapter 5. NASA Credentials](#_Toc198296251)

[5.1 Types of NASA Credentials](#_Toc198296252)

[5.2 NASA PIV Smartcard](#_Toc198296253)

[5.3 Agency Smart Badge](#_Toc198296254)

[5.4 Center-Specific Badges](#_Toc198296255)

[5.5 Visitor Passes](#_Toc198296256)

[5.6 Derived PIV Credentials](#_Toc198296257)

[5.7 Additional Characteristics](#_Toc198296258)

[5.8 Digital Characteristics](#_Toc198296259)

[5.9 The Uniform Universal Personal Identification Code (UUPIC)](#_Toc198296260)

[Chapter 6. Credential Lifecycle Management](#_Toc198296261)

[6.1 General Credential Management](#_Toc198296262)

[6.2 Credential Inventory, Storage and Handling](#_Toc198296263)

[6.3 Credentialing Determinations](#_Toc198296264)

[6.4 Credential Usage: Display, Protection, and Proper Usage](#_Toc198296265)

[6.5 Credential Renewal](#_Toc198296266)

[6.6 Credential Re-issuance](#_Toc198296267)

[6.7 Credential PIN Reset](#_Toc198296268)

[6.8 Credential Revocation](#_Toc198296269)

[6.9 Lost and Stolen Credentials](#_Toc198296270)

[6.10 Forgotten Credentials](#_Toc198296271)

[6.11 Credential Suspension](#_Toc198296272)

[6.12 Credential Return](#_Toc198296273)

[6.13 Credential Termination](#_Toc198296274)

[6.14 Credential Destruction](#_Toc198296275)

[Appendix A: Definitions](#_Toc198296276)

[Appendix B: Acronyms](#_Toc198296277)

[Appendix C: References](#_Toc198296278)

Preface

P.1 Purpose

1. This National Aeronautics and Space Administration (NASA) directive establishes Agency-wide identity, credential, and access management policy and establishes high-level implementation requirements as set forth in NASA Policy Directive (NPD) 1600.2, NASA Security Policy. Identity, credential, and access management are the activities that deal with identifying individuals and controlling their access to resources (e.g., facilities and information technology (IT) systems) by associating user rights and restrictions with the established identity.
2. This NASA directive prescribes personnel responsibilities and procedural requirements for the creation, usage, and management of identities and the creation and issuance of identity credentials to assist NASA Centers and Component Facilities in executing the NASA security program to protect people, property, and information.

P.2 Applicability

1. This NASA directive applies to NASA Headquarters and NASA Centers, including Component Facilities and Technical and Service Support Centers.
2. This directive is applicable to the Jet Propulsion Laboratory (JPL), a Federally Funded Research and Development Center (FFRDC), only to the extent specified in the NASA/Caltech Prime Contract.
3. This directive is applicable to other contractors, recipients of grants or cooperative agreements, or parties to other agreements only to the extent specified in contracts, grants or cooperative agreement, or other agreements.
4. This directive is applicable to all other personnel completing work through Space Act Agreements (SAA), Memorandums of Agreement/Understanding, or other applicable agreements, those assigned or detailed under the Intergovernmental Personnel Act, partners, tenants, and visitors.
5. In this directive, all mandatory actions (i.e., requirements) are denoted by statements containing the term "shall." The terms "may" denotes a discretionary privilege or permission, "can" denotes statements of possibility or capability, "should" denotes a good practice and is recommended, but not required, "will" denotes expected outcome, and "are/is" denotes descriptive material.
6. In this directive, all document citations are assumed to be the latest version unless otherwise noted.
7. This directive is applicable to NASA directives developed or revised after the effective date of this NASA Procedural Requirements (NPR).

P.3 Authority

National and Commercial Space Programs, 51 United States Code (U.S.C.) § 20132, Public Law (Pub.L.) 111-314, 124 Stat. 3328 (2010).

P.4 Applicable Documents and Forms

1. Children’s Online Privacy Protection Rule, 15 U.S.C. §§ 6501-6505
2. E-Government Act of 2002, 44 U.S.C. § 101.
3. Privacy Act of 1974, 5 U.S.C. § 552a.
4. Rehabilitation Act of 1973, 29 U.S.C. § 701.
5. Paperwork Reduction Act of 1980, 44 U.S.C. §§ 3501-3521.
6. Exchange Visitor Program, 22 CFR pt. 62.
7. Office of Management and Budget (OMB) Memo M-05-24, August 5, 2005, “Implementation of Homeland Security Presidential Directive (HSPD)-12, Policy for a Common Identification Standards for Federal Employees and Contractors.”
8. NASA Procedural Directive (NPD) 1050.7, Authority to Enter into Partnership Agreements.
9. NPD 1382.17, NASA Privacy Policy.
10. NPD 1440.6, NASA Records Management.
11. NPD 1600.2, NASA Security Policy.
12. NPR 1382.1, NASA Privacy Procedural Requirements.
13. NPR 1441.1, NASA Records Management Program Requirements.
14. NPR 1600.1, NASA Security Program Procedural Requirement.
15. NPR 1600.3, Personnel Security.
16. NPR 1620.3, Physical Security Requirements for NASA Facilities and Property
17. NPR 1660.1, NASA Counterintelligence and Counterterrorism.
18. NPR 2190.1, NASA Export Control Program.
19. NPR 2200.2, Requirements for Documentation, Approval, and Dissemination of NASA Scientific and Technical Information.
20. NPR 2810.1, Security of Information and Information Systems.
21. NPR 2841.1, Identity, Credential, and Access Management Services.
22. NPR 8715.2, NASA Emergency Management Program Procedural Requirements.
23. NASA Advisory Implementing Instruction (NAII) 1600.4, Foreign National Access Management (FNAM) Operations Manual.
24. NAII 2190.1, NASA Export Control program Operations Manual.
25. NASA Identity Management and Account Exchange (IdMAX) System.
26. Department of Homeland Security, United States Customs and Border Protection, Form I-94, Arrival/Departure Record.
27. Federal Information Processing Standards Publication (FIPS) 201, Personal Identity Verification (PIV) of Federal Employees and Contractors.
28. FIPS 140, Security Requirements for Cryptographic Modules.
29. Homeland Security Presidential Directive 12 (HSPD-12), Policy for a Common Identification Standard for Federal Employees and Contractors, April 27, 2004.
30. National Institute of Standards and Technology (NIST) Special Publication (SP) 800-79, Guidelines for the Certification and Accreditation of Personal Identity Verification Card Issuers.

P.5 Measurement/Verification

To determine compliance with this NASA directive, the Office of Protective Services (OPS) will conduct program reviews and assessments to determine compliance with the procedural requirements of this NPR. Reviews and assessments will occur in such a timeframe to ensure all card issuance locations are reviewed and assessed every 6 years.

P.6 Cancellation

1. NPR 1600.4A, Identity and Credential Management, dated April 8, 2016.
2. Memorandum for Center Directors, dated August 18, 2017, “Agency Smart Badge”.
3. Memorandum for Center Directors, dated October 4, 2017, “Foreign National Personal Identity Verification (PIV) Credential Expiration and Escort Requirements for Foreign Nationals from Designated Countries with a PIV Credential”.
4. Memorandum for Center Directors, dated December 12, 2019, “Requirements for Investigations and Credentials”.
5. Memorandum for Office of Education and Office of International and Interagency Relations, dated March 27, 2017, “Response to Proposed Policy for Foreign National Students and Interns”
6. Memorandum for Center Chiefs of Protective Services, dated January 22, 2021, “Procedures for Appealing Foreign National Escort Requirements at NASA Facilities”.
7. Memorandum for Center Chiefs of Protective Services, dated May 24, 2022, “Update to the Requirements for Investigations and Credentials”.
8. Memorandum for Center Chiefs of Protective Services, dated November 29, 2022, “Clarification of Interim Agency Smart Badge Issuance for all NASA Badging Offices”.
9. Memorandum for Center Chiefs of Protective Services, dated March 15, 2024, “Personal Identity Verification Issuance Clarification”.

# Introduction

## Overview

* + 1. This NASA directive establishes the policies and high-level procedures that will be used throughout NASA to achieve consistency in Identity, Credential, and Access Management (ICAM). Strong ICAM business processes and practices which adhere to Federal requirements and guidance support a secure environment where trusted individuals are granted appropriate access to approved assets in order to conduct business.
    2. ICAM business processes include all the processes necessary to support proofing and vetting the identity of all individuals requiring access (physical, logical, or both) to NASA assets. ICAM business processes also include issuing credential and granting access based on favorable identity proofing and vetting. The governance structure that has been established for ICAM business processes is documented in NPR 2841.1, Identity, Credential, and Access Management Services.

## Scope

* + 1. The policies and procedures identified within this document define the approved processes for NASA to manage personal identities and their associated enrollment records, and the issuance of NASA Personal Identity Verification (PIV) credentials. This NPR also establishes the policy for the management of Agency Smart Badges (ASB), Center-specific badges, and visitor passes. Logical access tokens are not covered in this document. Use of vetted and bound identities for physical access is covered by NPR 1600.1 and NPR 1620.3, and logical access is covered by NPR 2810.1, Security of Information and Information Systems. The policies and procedures for granting remote only IT access to foreign nationals are described in this NPR. The policies and procedures necessary to properly manage ICAM services as an integrated end-to-end service to improve security, efficiency, and inter-Center collaboration are covered in NPR 2841.1.
    2. This policy covers the creation, issuance, and use of NASA PIV Smartcards, Agency Smart Badges, Center-specific badges, and visitor passes; collectively referred to as credentials. Credentials derived from the NASA PIV Smartcard or Agency Smart Badge are covered by this NPR. Other logical credentials or access tokens not bound to the enrollment record and or derived from a smartcard certificate are covered in NPR 2841.1.

## Waivers and Exceptions

* + 1. Situations may arise for which a deviation from specific requirements established by this NPR is required. Waiver/exception requests may be submitted for a deviation from the specific requirements for that specific situation and timeframe.
    2. Approval authority for all waivers/exceptions to this NPR resides with the Assistant Administrator (AA), Office of Protective Services (OPS) who may delegate this authority as necessary.
    3. Blanket waivers/exceptions to NPR requirements shall not be issued.
    4. Waiver/exception requests shall be processed in accordance with the requirements of NPR 1600.1, section 1.4, Exceptions and Waivers.

# Roles and Responsibilities

## Overview

* + 1. All NASA civil service employees and contractor employees (collective referred to as NASA employees), as well as NASA tenants and contractors for NASA tenants, shall comply with this directive. Government, commercial, educational, or private entities and their employees and contractors (all tiers) needing access to NASA assets will also comply with this directive.
    2. The Agency Identity Management Official (AIMO) is the authorizing official or data owner of all systems used to manage identities and to issue NASA credentials that allow physical and/or logical access. The AA, OPS has overall responsibility for ensuring uniformity of credential issuance policies and procedures throughout the Agency.
    3. All NASA organizational components shall adhere to the policies and procedures herein and promulgate implementing regulations, as required, consistent with the policies and procedures set forth herein. Center OPS, supported by the Center Director, Center Office of the Chief Information Officer (OCIO), Center Human Capital Office (HCO), Procurement Office, and other offices as necessary will ensure that local operating procedures and execution conform to the policies and procedures herein.
    4. The roles and responsibilities and procedures and requirements set forth in this policy conform to the guidelines prescribed in National Institute of Standards and Technology (NIST) Special Publication (SP) 800-79, “Guidelines for the Accreditation of Personal Identity Verification Card Issuers.”
    5. Failure to comply with the policies and procedures set forth in this NPR and NPR 2841.1 shall be treated as a violation of security requirements, per NPR 1600.1, section 2.3, and will be reported as a security incident to the Center Chief of Protective Services (CCPS) and the AIMO.

## Agency Roles and Responsibilities

* + 1. The Assistant Administrator (AA), Office of Protective Services (OPS) shall:

1. Serve as the Senior Agency Official (SAO), also known as the Senior Authorizing Official, for identity, credential, and access management at NASA.
2. Establish budgets, provide oversight, develop policy, and have authority over all NASA identity management and credential management functions and services.
3. Document all identity management and credential management responsibilities, roles, and procedures to be followed by NASA.
4. Identifies and designates qualified individuals to the roles of Designated Authorizing Official (DAO), Assessor, AIMO, and other NASA officials that are involved with Agency identity, credential, and access management.
5. Ensures consistent application of this policy across NASA.
   * 1. The Deputy AA, OPS shall:
6. Serve as the Designated Authorizing Official (DAO) for identity, credential, and access management at NASA.
7. Review all assessments of the PIV Card Issuer (PCI) and PIV Issuing Facilities (PIF).
8. Authorize the PCI as required by Homeland Security Presidential Directive 12 (HSPD-12).
9. Accept responsibility for the operation of the PCI at an acceptable level of risk to NASA.
10. Not assume the role of AIMO.
    * 1. The Agency Identity Management Official (AIMO) shall:
11. Be a Federal employee.
12. Manage the identity, credential, and access management program at NASA.
13. Document the policies and operations of the identity, credential, and access management program in this and other supporting documentation, including the PCI Operations Plan.
14. Implement the policies and operations of the identity, credential, and access management program.
15. Provides guidance and assistance to PIF personnel and coordinate activities with PIF Managers.
16. Approve and designate, as appropriate, capable, trustworthy, knowledgeable, and trained personnel to fulfill Agency and Center roles in the identity, credential, and access management process.
17. Ensure all services, facilities, and/or equipment necessary to carry out the policies in this document are procured, updated, reliable, and meet the requirements of Federal Information Processing Standards (FIPS) 201.
18. Ensure that credentials are produced and issued in accordance with the requirements in this document.
19. Support the authorization process.
20. Recommend and execute an action plan to reduce or eliminate deficiencies and discrepancies identified by the assessor during the assessment and authorization.
    * 1. The Assessor shall:
21. Be a Federal employee who is organizationally separate from the persons and the office(s) directly responsible for the day-to-day operation of identity, credential, and access management for NASA and correction of deficiencies and discrepancies identified during the assessment and authorization.
22. Not perform any other role (i.e., SAO, DAO, or AIMO) in the assessment process.
23. Have the appropriate skills, resources, and competencies to perform an assessment of NASA’s PIV processes to verify compliance with the control objectives of FIPS 201.
24. Assess the NASA PCI, per NIST SP 800-79.
25. Provide recommendations for reducing or eliminating deficiencies and security weaknesses, describing the potential impact of those deficiencies if not corrected.
    * 1. The Chief Privacy Officer or designee shall:
26. Serve as the Privacy Official for identity, credential, and access management at NASA.
27. Issue policy guidelines with respect to collection and handling of personally identifiable information from applicants to ensure the issuer is compliant with all relevant directives of privacy laws.
28. Oversee privacy-related matters in the ICAM system and be responsible for implementing all privacy requirements.
29. Not perform any other operational role within the issuer organization with the exception of the roles of applicant for issuance of a credential or requester for the purpose of renewal and reissuance.
    * 1. The NASA OCIO shall:
30. Provide knowledge to the Enterprise Service Desk which provides trouble help desk support and ticket management and procedures for handling escalation.
31. Formally interface with appropriate service, security, and support groups and organizations as required.
32. Provide technical and user training materials as well as computer-based training modules through the NASA System for Administration, Training, and Educational Resources for NASA (SATERN).
33. Provides hosting of core ICAM infrastructure.

## Credential Issuance Roles and Responsibilities

* + 1. The PIV Issuing Facility (PIF) Manager shall:

1. Be a Federal civil service employee within the OPS organization serving as the CCPS or a designee of the CCPS.
2. Support the AIMO at the Center level.
3. Implement the requirements and guidance provided by the AIMO.
4. Oversee the identity management and credential management program implementation at the Center.
5. Document the operations and procedures of the Center’s identity management and credential management programs.
6. Validate the individuals at the Center who perform the roles of identity requester and affiliation sponsor.
7. Identify and recommend/designate capable, trustworthy, knowledgeable, and trained personnel to fulfill Center roles in the identity, credential, and access management process.
8. Ensure that all personnel, services, facilities, and/or equipment necessary to carry out the policies in this document at the Center are procured, updated, and provided reliably and timely.
9. Ensure that credentials are produced and issued in accordance with the requirements in this document.
10. Review identity source document discrepancies and provide determinations for the acceptance of the documents.
11. Manage the issuance of Agency credentials (i.e., PIV, ASB, Center-specific badges, visitor passes).
12. Support the authorization process.
13. Recommend and execute an action plan to reduce or eliminate deficiencies and discrepancies identified by the assessor during the assessment and authorization for the Center.
14. Enforce the access restrictions defined in the Privacy Impact Assessment (PIA).
    * 1. The Applicant shall:
15. Be a prospective or current NASA worker or non-NASA worker requiring access to NASA facilities and/or IT resources and to whom a credential needs to be issued.
16. Provide all necessary identity source documentation and personal and biometric data required to process a credential request.
17. Sign for acceptance and acknowledgement of the NASA Public Key Infrastructure (PKI) Subscriber Agreement (henceforth referred to as the Subscriber Agreement), located in the Identity Management and Account Exchange (IdMAX) system.
18. Not perform any other role in the creation of their identity and issuance of their credential with the exception of the role of requester.
    * 1. The Requester shall:
19. Hold a valid credential that enables access to IdMAX to perform the functions of Requester.
20. Submit all necessary information on behalf of the applicant to initiate the process of requesting a credential.
21. Complete a position designation in IdMAX for all applicants holding a position.
22. For foreign nationals, initiate and coordinate the annual review process.
    * 1. The Sponsor shall:
23. Be a U.S. Citizen and an identified entity for the following applicant affiliations:
    1. Human Capital specialist for NASA civil service employees.
    2. Contracting Officer’s Representatives (COR) or other Federal civil service technical personnel responsible for work requirements for contractors.
    3. A Caltech employee working at JPL for Caltech employees, contractors, and affiliates at JPL.
    4. Grants technical official for grantees.
    5. Authorizing official or designee for any agreement between NASA and any outside entity.
    6. The NASA civil service employee program or project manager who requires a foreign national to access NASA facilities or IT systems.
    7. Tenant with a PIV or registered PIV/Common Access Card (CAC) and approved by the AIMO for tenant organizations.
    8. For all other affiliations, a NASA civil service employee designated to perform the role of sponsor for a given applicant’s affiliation.
24. Hold a valid credential that enables access to IdMAX to perform the functions of Sponsor.
25. Establish and endorse the need for a relationship between the applicant and NASA, affirm the applicant is in good standing, substantiate the need for a credential to be issued to the applicant, and provide sponsorship for the applicant.
26. Approve the position designation in IdMAX.
27. Correct or complete, as necessary, incorrect or missing information in the credential issuance request.
28. Track the status of persons and reports when access should be modified or terminated.
29. Ensure the applicant is advised to appear in person before the enrollment official and present the necessary identity source documents, as identified in the NASA-Approved Identity Source Documents, in original form.
30. Ensure the Applicant understands all requirements of the Applicant’s specific visit or assignment.
    * 1. The Enrollment Official shall:
31. Be a NASA worker within the OPS organization or designated by the AIMO or PIF Manager to perform the role of enrollment official.
32. Perform identity proofing of the applicant.
33. Check identity source documents for authenticity, capture copies and/or scans of the identity source documents, compare the name and demographic data in the credential request and the identity source documents, and determine whether any discrepancies exist.
34. Ensure the successful collection of the information necessary to confirm employer sponsorship, bind the applicant to their biometric data, and validate identity source documentation.
35. Collect, establish, and verify identity information of an applicant.
36. Capture the biometrics and photograph of the applicant.
    * 1. The Authorizer shall:
37. For PIV and ASB credentials, be a NASA civil servant within the OPS organization approved by the AIMO.
38. For Center-specific badges, be a NASA worker within the OPS organization and approved by the PCI Manager.
39. Provide the final approval for issuance of a credential to the applicant.
40. Hold no other role in the identity management or credential issuance process for a given identity.
41. Be personnel security specialists trained in accordance with Federal credentialing and adjudication guidelines and standards as specified in in NPR 1600.3.
42. Review the credential request, sponsor’s approval, and results of identity proofing and vetting.
43. Coordinate checks for existing background investigations and requests for background investigations, as necessary.
44. Adjudicate the results of all database checks and background investigations, in accordance with NPR 1600.3.
45. Record the adjudication determination and approve or deny credential issuance or continued use of an issued credential based on the determination.
    * 1. The Investigation Reviewer shall:
46. Be a NASA worker within the OPS organization.
47. Not authorize production or issuance of PIV or ASB credentials but may provide the final approval for issuance of Center-specific badges, as allowed by the PIF Manager.
48. Review and confirm the position designation with the requester and sponsor.
49. Assist the authorizer by:
    1. Reviewing the credential request and the sponsor’s endorsement.
    2. Confirming identity proofing and biometrics capture.
    3. Coordinating checks for existing background investigations.
    4. Coordinating requests for background investigations.
    5. Coordinating background investigation submissions.
    6. Recording results of database checks.
    7. Updating applicant information.
       1. The Issuance Official shall:
50. Be a NASA worker within the OPS organization or designated by the AIMO or PIF Manager to perform the role of issuance official.
51. Perform credential personalization operations and issue the identity credential to the applicant after all identity proofing, background checks, and related approvals have been completed.
52. Maintain records and controls for credential stock to ensure that stock is only used to issue valid credentials.
53. Issue credentials to authorized applicants.
54. Provide an electromagnetically opaque badge holder to all applicants receiving a smartcard and a badge sleeve to all other applicants.
55. Submit the order for the credential to be encoded and printed with the appropriate identity information.
56. Verify the applicant’s identity through visual and biometric verification prior to issuing the credential.
57. Advise the applicant to select a Personal Identification Number (PIN) that is 6-8 digits long and is not easily guessable or individually identifiable.
58. Order, receive, account for, secure, and handle unissued credential stock and credentials that are no longer authorized for use due to termination of employment, badge expiration, contract or grant expiration, or expiration of need for the badge by any individual.
    * 1. The PIV Digital Signatory shall digitally sign the PIV biometrics and Cardholder Unique Identifier (CHUID), as defined in FIPS 201.
      2. The PIV Authentication Certification Authority (CA) shall sign and issue the PIV Authentication Certificate.
      3. The International Visit Coordinator (IVC) shall:
59. Review, coordinate, process, and grant final authorization of all visits, assignments, access, and credential requests by and for foreign nationals at NASA.
60. Work with program managers and sponsors to determine access requirements, work description, dates of affiliation, length of assignment, citizenship, risk associated with the visit, and other pertinent information.
61. Work with the Center Protective Services Office, program managers, and sponsors to determine escort requirements while the foreign national is located at the Center.
62. Conduct and complete pre-visit identity proofing and vetting.
63. Coordinate and ensure access reviews are performed by the project office, sponsor, Center Protective Services Office, Center Counterintelligence Special Agent (CISA), and export control office.
64. When necessary, coordinate review and approval with the Center public affairs office for press or foreign space agency members, the Center protocol office for protocol visits, and the Center sponsor and the export control office for NASA Exchange Visitor Program visitors.
65. Inform the sponsor of the approval or denial of the access request and, in the case of approvals, report the terms and conditions of the visit to the sponsor.
66. Coordinate with request reviewers to ensure appropriate timeframes are followed for processing of the access request and escalates outstanding requests to the AIMO for resolution.
    * 1. The Center Export Control Administrator shall review all access requests for foreign nationals and provide the IVC an approval or denial recommendation.
      2. Agency Export Control Desk Officers shall review all access requests for foreign nationals from designated countries and provide the IVC an approval or denial recommendation.
      3. The Escort shall:
67. Be, for the following categories of escorted individuals:
    1. A U.S. citizen or Lawful Permanent Resident (LPR) holding a PIV, ASB, or registered PIV/CAC and have a favorably adjudicated Tier 1 or higher background investigation for any individual requiring escort including visitors, foreign nationals from nondesignated countries, and foreign nationals from designated countries.
    2. A nondesignated foreign national, approved by the CCPS holding a PIV, ASB, or registered PIV/CAC and have a favorably adjudicated Tier 1 or higher background investigation for other nondesignated foreign nationals within the same program/project (e.g., International Partners escorting other International Partners).
68. Foreign National Escorts will be required to complete annual Foreign National Escort Training and submit a NASA Access Management System (NAMS) request for a Foreign National Escort badge upon completion of training.
69. The escort shall display the Foreign National Escort badge when escorting foreign nationals.
70. Assume responsibility and accountability for the escorted individual.
71. Provide continuous physical supervision of those persons without sufficient access privileges, as determined by a risk-based determination, or need to be granted unsupervised access to the Center for the entire duration of the visit or assignment, beginning with entry through the Center perimeter and concluding with exit through the Center perimeter.
72. Maintain active certified escort status by completing annual escort training and possess a Foreign National Escort badge.
73. Permit access only to those areas the escort and the escorted person have been granted access.
74. Be assigned and clearly display at all times an additional, Agency-standard badge that identifies their certified status as an escort at that Center.
75. Ensure they understand and follow all escort requirements for the Center at which they are escorting and, when approved to escort at another Center, complete any Center-specific escort training and understand and follow all escort requirements at that Center.
    * 1. The Technical Point of Contact (also referred to as a technical representative or agent) shall:
76. Be able to provide detailed information about an applicant’s work requirements and responsibilities.
77. Understand the technical nature of the work to be performed.
78. Work with the sponsor, requester, and escort (when required) to process an applicant and ensure the applicant is aware of their responsibilities while at the Center.
79. Ensure the applicant is properly escorted at all times, when required.
    * 1. The Host shall:
80. Be the point of contact for a visitor to a NASA Center.
81. Understand the purpose of the visit, sponsor the visitor pass request, and support processing the visitor pass request.
82. Ensure the visitor is properly escorted and aware of their responsibilities while at the Center.
83. Assume responsibility and accountability for the visitor.
    * 1. The Trusted Partner Organization shall:
84. Work with NASA to develop a Trusted Partner Agreement that identifies all required actions of the Trusted Partner Organization and associated Trusted Partner Identity Requesters and Trusted Partner Affiliation Sponsors. The Trusted Partner Agreement may be appended to an existing agreement between NASA and the Trusted Partner Organization.
85. Be held accountable for all individuals associated with the Trusted Partner Organization and affiliated with NASA.
86. Appoint Trusted Partner Identity Requesters and Trusted Partner Affiliation Sponsors to support identity proofing, sponsoring and enrollment of Trusted Partner Organization personnel.
    * 1. The Trusted Partner Identity Requester shall:
87. Be appointed by a Trusted Partner Organization and approved by the AIMO.
88. Be a U.S. citizen or LPR holding a PIV, ASB, or registered PIV/CAC and have a favorably adjudicated Tier 1 or higher background investigation.
89. Perform the role of Identity Requester for the Trusted Partner Organization as part of the Trusted Partner Agreement.
    * 1. The Trusted Partner Affiliation Sponsor shall:
90. Be appointed by a Trusted Partner Organization and approved by the AIMO.
91. Be a U.S. citizen or LPR holding a PIV, ASB, or registered PIV/CAC and have a favorably adjudicated Tier 1 or higher background investigation.
92. Perform the role of Affiliation Sponsor for the Trusted Partner Organization as part of the Trusted Partner Agreement.
93. Adhere to all requirements defined in the Trusted Partner Agreement with NASA.
94. Ensure the applicant’s current good standing and affiliation with the Trusted Partner Organization.
95. Confirm the applicant’s identity using the established and agreed upon identity proofing process.
96. Review and confirm an applicant’s identity data and enrollment information.
97. Ensure the applicant has completed the proper identity proofing and vetting process defined in the Trusted Partner Agreement with NASA.
98. Ensure an applicant’s need for access.
99. Initiate the process to register a credential if required and as approved in the Trusted Partner Agreement.
100. Provide the applicant with information and instruction on all processes and requirements outlined in the Trusted Partner Agreement.

## Separation of Duties

* + 1. The principle of separation of duties shall be enforced to ensure that no single individual has the capability to issue a credential without the participation of at least one other authorized person.

## Training

* + 1. ICAM Overview training shall be required for each role in the IdMAX system.
    2. Annual role-based training shall be required for individuals performing the role of escort.
    3. Training records shall be maintained by the System for Administration, Training, and Educational Resources for NASA (SATERN) computer-based training system or subsequent/succeeding system(s).

## Privacy

* + 1. NASA shall ensure that applicant information and systems which facilitate identity management processes are managed consistent with:

1. NPD 1382.17, NASA Privacy Policy.
2. NPR 1382.1, NASA Privacy Procedural Requirements.
3. Homeland Security Presidential Directive 12 (HSPD-12).
4. OMB Memorandum 05-24.
5. Privacy Act of 1974 (Public Law 93-579, 5 U.S.C. § 552a).
6. OMB 03-22, Guidance for Implementing the Privacy Provisions of the E-Government Act of 2002.
7. E-Government Act of 2002 (Public Law 107-347, 44 U.S.C. § 101).
8. Children’s Online Privacy Protection Rule, 15 U.S.C. § 6501-6505.
   * 1. Per the E-Government Act, NASA will conduct and maintain PIAs for all systems which are used in the identity management processes and include Personally Identifiable Information (PII) and Information in Identifiable Form (IIF) of the applicant. The NASA System of Records (SOR) (SOR) will be updated and maintained to reflect pertinent information regarding the SOR such as the disclosure of information to other Federal agencies.
     2. Only individuals with a legitimate need to access the systems in which an applicant’s PII or IIF is stored and maintained shall be allowed to access those systems. NASA will ensure privacy of applicant information is sustained through all steps of identity management including enrollment and issuance.
     3. PIFs shall provide an electromagnetically opaque badge holder that assists in protecting against unauthorized contactless access to information stored in the credential.
     4. A Privacy Act Statement shall be posted in every enrollment and issuance location, on the applicable NASA Web site, and made available to the applicant through other means as appropriate.
     5. The Subscriber Agreement shall be posted in every enrollment and issuance location, on the applicable NASA Web site, and made available to the applicant through other means as appropriate.
     6. The following documentation shall be made available, at the request of the applicant:
9. Complaint procedures.
10. Appeals procedures for those denied a PIV or ASB credential or whose PIV or ASB credential is revoked are described in NPR 1600.3. There are no appeals procedures for those who have been denied a Center-specific badge.
11. Consequences for individuals violating NASA privacy policies, as described in NPR 1382.1.
    * 1. All notifications provided during identity management processes shall be conducted in a secure manner, ensuring applicant information is secure at all times. Centers will establish procedures for notifying applicants when their PII is lost, damaged, becomes corrupt, or stolen.
      2. Any individuals violating the privacy requirements established in this chapter may be disciplined and/or banned from physical or logical access in compliance with NASA guidelines established in NPR 1382.1.
      3. NASA shall archive and safeguard all identity data and files pursuant to NPD 1440.6, NASA Records Management, and NPR 1441.1, NASA Records Management Program Requirements.
      4. PII will not be released to any entity external to NASA except as allowed by the NASA Privacy Act Systems of Records Notice (SORN), 10SECR, Security Records System.
      5. Minors, Children, and Infants
         1. NASA will collect, maintain, and protect the PII (including fingerprints) of minors, defined as individuals between the ages of 13 and 18, in accordance with the requirements of this NPR. Minors, or their parent or guardian, may provide and authorize use of the minor’s PII. Fingerprints of minors will be collected only in those situations where the minor will be working for NASA and in accordance with the requirements of this policy and in compliance with relevant Federal laws regarding the employment of minors.
         2. The PII of a minor will not be released to any entity external to NASA except when required for identity proofing and vetting as part of employment as a NASA worker in accordance with the requirements of this policy and in compliance with relevant Federal laws regarding the employment of minors.
         3. In situations requiring issuance of a Center-specific badge to a minor, no database checks will be performed.
         4. An ASB may be issued to a minor only as required for access under the aforementioned employment of a minor.
         5. NASA will collect, maintain, and protect the PII (excepting fingerprints which will not be collected) of children, defined as individuals between the ages of 2 and 13, in accordance with the requirements of this NPR and the requirements set forth in the Children’s Online Privacy Protection Rule (“COPPA”). Parents or guardians of children may provide and authorize use of a child’s PII. A child may provide their PII to NASA and NASA will attempt to identify the submission of PII by a child and contact the parent or guardian in order to obtain necessary consent prior to continued use of the PII. Failure to obtain consent from the parent or guardian of a child within 5 business days will result in permanent removal of the provided PII.
         6. In situations requiring issuance of a Center-specific badge to a child, no database checks will be performed.
         7. NASA will not collect, maintain, or release to any entity external to NASA the PII of infants, defined as individuals under the age of 2, except to support daycare operations at a Center or in such situations as benefits the health and/or safety of the infant or as otherwise required by Federal law.
         8. The PII of a minor not employed by NASA, child, or infant will be permanently removed when no longer required.
      6. The PII of a minor, child, or infant will not be released, except as otherwise stated in this policy, to any entity external to NASA except in such situations as benefits the health and/or safety of the minor, child, or infant or as otherwise required by Federal law.
         1. In all situations involving the release of PII of a minor, child, or infant, only the minimum necessary PII will be released.
         2. In situations where an individual other than a parent or guardian (e.g., teacher) submits the PII of a minor or child, it is the sole responsibility of that individual to obtain permission from a parent or guardian to submit PII for the minor or child.
         3. The PII of a minor or child shall only be used within NASA for the purposes of establishing an identity, verifying the identity, and/or granting access in accordance with the policies established in this NPR for those purposes.

## Events and Tours

* + 1. The CCPS may require additional credentialing (e.g., event/tour badge, wristband, vehicle placards, etc.) or vetting (e.g., visitor registration, fingerprint check, etc.) requirements for events and tours beyond those prescribed in this section.
    2. The host or organizer for an event or tour shall coordinate with the Center Office of Protective Services, Center Export Control, and the appropriate Facility Manager(s) to establish and approve an event or tour plan prior to the event or tour. Additional personnel may be included in the event or tour planning and approval as appropriate.
    3. The event or tour plan will include, at a minimum, the following: a description of the event; dates, times, and durations for the event; security presence; authorized access control points; security perimeter of the event; additional resources (e.g., guards/officers, moveable fencing/barriers, etc.); list, description, and reason for any facilities or areas involved; emergency action plan; and threat summary.
    4. Center Office of Protective Services, Center Export Control and the appropriate Facility Manager(s) may deny or place restrictions on any event or tour based on unacceptable risk, disruption, or proximity to controlled or sensitive facilities, technologies, operations, information, or other assets, or for any other reason.
    5. The IVC shall have final approval authority for any foreign national participation in an event or tour.
    6. Events and tours not formally approved by the Center Office of Protective Services, Center Export Control, and the Facility Manager(s) shall require all participants to adhere to all visitor requirements.
    7. Events and tours which require escort shall establish an escort-to-visitor ratio which ensures the escort is able to maintain operational control of participants.
    8. Deviations from an approved event or tour shall be approved by Center Office of Protective Services, Center Export Control, and the appropriate Facility Manager(s).
    9. Authorized Public Tours
       1. An authorized public tour is a guided excursion, generally offered to the general public, by which escorted access is granted to non-public areas of interest on a Center.
       2. Authorized public tours may be managed and/or operated directly by a NASA Center or through an affiliated visitor facility for which an agreement has been established to conduct such tours.
       3. Authorized public tours shall require no identity proofing and vetting except for foreign nationals at the discretion of the CCPS.
       4. Participants in an authorized public tour shall be escorted at all times.
    10. Special Tours
        1. A special tour is a guided excursion, offered to specific, vetted individuals, by which escorted access is granted to non-public areas of interest on a Center.
        2. Special tours may be managed and/or operated by specific NASA organizations for which such activities are recognized.
        3. Special tours shall require identity proofing and vetting and credentialing as a visitor, at a minimum.
        4. Participants in a special tour shall be escorted at all times.
    11. Public Events
        1. Public events are indoor and/or outdoor activities open to the public or offered to the general public during which the established security perimeter of the Center is temporarily modified to allow access to areas of the Center which are typically controlled. Examples of such events include open house days at a Center or a launch event at KSC. Public events may be paired with special events which designate certain areas as publicly accessible and other areas as limited public accessibility.
        2. Public events shall be approved by the Center Director, or designee, in addition to all previously mentioned approvals.
        3. The CCPS shall notify the AA/OPS of any approved public event.
        4. Public events shall require no identity proofing and vetting.
        5. Public events shall not require escort.
    12. Special Events
        1. Special Events are activities (retirement ceremony, awards ceremony, special launch viewing location, etc.) in support of NASA Missions, Center Operations, or by Special Request from a NASA Organization during which access to areas of the Center are made available to specific individuals.
        2. Special events may be requested by NASA civil servants with approval of their organizational management/supervisor or by contractors with approval of their COR. Such approvals are in additional to and performed prior to the reviews and approvals defined in this section.
        3. Special events should be approved by the Center Director, or designee, in addition to all previously mentioned approvals.
        4. The CCPS should notify the AA/OPS, or designee, of approved special events.
        5. Special events shall require identity proofing and vetting as a visitor, at a minimum.
        6. Participants in a special event shall be escorted when not in the special event location.
    13. Escorting Requirements for Authorized Public Tours and Special Events
        1. Escorts shall follow all requirements of section 2.3.14.
        2. When a foreign national is attending an Authorized Public Tour or Special Event, the escort shall be an authorized foreign national escort in accordance with section 2.3.14.
        3. The escort shall observe all safety and security policies, and the specific requirements of any facility to be visited.
        4. The escort shall maintain operational control of their assigned guests and remain with them at all times.
        5. Ensure guests being escorted wear the required, if any, visitor pass.
        6. Guests will only have access to authorized areas and public domain information.
        7. The escort shall have the proper access levels and approvals to enter facilities.

# Enrollment and Credential Issuance

## Overview

* + 1. The NASA Identity Management and Credential Management Processes are designed to conform to the system-based model for identity proofing, registration, and issuance process that is described in FIPS 201.
    2. The NASA Identity Management and Account Exchange (IdMAX) system shall be the sole and authoritative source for the collection and processing of NASA identity data, as recognized by the Office of Management and Budget (OMB), per the Paperwork Reduction Act (OMB control number 2700-0158), and for the processing of access requests and for the issuance of credentials. No other forms or systems may be used to collect applicant identity data unless specifically approved by the AIMO.
    3. The IdMAX system shall operate as the authoritative system for the enforcement of and adherence to Federal policies and guidance for the purposes of identity, credential, and access management.
    4. Chain of Trust
       1. A chain of trust shall be followed which captures the biometrics, photograph, identity source documents, and background investigation of the applicant and can be tied to the identity of that applicant at any point in the identity management process.
       2. The credential shall be released to the applicant only after completion of the chain of trust by verifying that the biometric information contained on the credential matches the applicant.
       3. PIV enrollment records provided by an applicant’s previous Agency may be accepted when the biometric data contained in the PIV enrollment record is successfully matched to the applicant.

## Applicant Categories

* + 1. NASA interacts with both workers and non-NASA workers in the execution of its mission.
       1. Workers are persons who directly support the mission and goals of NASA and/or are compensated by NASA (e.g., Federal civil servants, contractors, Caltech Employees at JPL, interns, etc.). Workers may be associated with NASA for long-term (180 days or more in a 365-day period) or short-term (0-179 days in a 365-day period). Association with NASA begins the first day of affiliation, regardless of schedule.
    2. Non-NASA Workers are persons who use NASA resources and/or information to conduct independent work not directly for the benefit or consumption of NASA (e.g., tenants, researcher using computational hours on a NASA supercomputer) or persons participating in activities not directly benefiting NASA (e.g., members of the public on a public tour, members of a social club). Non-NASA workers may be associated with NASA for long-term (180 days or more in a 365-day period), short-term (0-179 days in a 365-day period), or as a visitor (0-29 days in a 365-day period). Association with NASA begins the first day of affiliation, regardless of work schedule.
    3. NASA Federal civil service employees are workers employed and paid by NASA and includes individuals employed and paid by other entities but working for NASA under an Intergovernmental Personnel Act (IPA) agreement. NASA employees include all Non-Appropriated Funds Instrumentality (NAFI) employees and these employees will be issued a civil servant badge.
    4. NASA contractor employees are workers employed by a contracting organization or entity with the responsibility to perform activities for NASA.
    5. Grantees are workers and non-workers supporting NASA through a grant or cooperative agreement and performing grant-funded activities requiring physical or logical access to NASA resources. Recipients of grants who do not require physical or logical access to NASA resources shall not be processed or granted access as grantees.
    6. Detailees, for the purposes of this NPR, are workers who are either Federal employees from other Federal agencies, U.S. military personnel, or non-Federal employees working at NASA through an IPA assignment. Credentials issued to detailees shall be designated with an affiliation of NASA and appear as a Federal employee credential. Federal government employees from other departments and agencies who do not have a PIV credential issued by their agency or department and require identity verification and access at NASA may be issued a NASA PIV credential.
    7. International partners are workers working for agencies or organizations of foreign governments, foreign education institutions, foreign companies, or international organizations who are engaged in a program of international cooperation in work done pursuant to a Space Act Agreement, as defined by NPD 1050.7, Authority to Enter into Partnership Agreements. A signed international agreement shall first be in effect for international partners to receive a foreign national credential.
    8. Tenants are typically non-NASA workers who require physical access to a NASA facility but may not work directly for NASA, including individuals requiring access under any property agreement (e.g., Enhanced Use Lease) with NASA. There may or may not be a “formal” agreement associated with a tenant (e.g., Credit Union). The tenant may require logical access to certain NASA applications. A tenant may work for another Federal Government agency as either a civil servant or contractor and may have a PIV credential from their agency which will be registered with NASA to permit physical and/or logical access. Tenants will be issued Agency Smart Badges. A tenant from another Federal Government agency without a PIV credential may, at the discretion of the CCPS, be issued a NASA PIV Smartcard following the processes and requirements for a NASA PIV Smartcard. Tenants with a PIV credential from another Federal Government agency which cannot be registered in IdMAX may be issued an Agency Smart Badge or Center-specific badge, at the discretion of the CCPS.
    9. Transients may be workers or non-NASA workers (i.e., construction workers, club members, childcare drop off/pickup, delivery drivers, retirees, Center transits, and others requested by the CCPS and approved by the AIMO) who require intermittent access to a NASA Center. Transients shall complete a Federal Bureau of Investigation (FBI) National Criminal History Check (NCHC) at the time of badge issuance and may be issued an Agency Smart Badge, or Center-specific badge at the decision of the CCPS.
    10. Logical Transients may be workers or non-NASA workers (e.g., ISS payload operator, vendor support, contractor requiring non-routine access from their own facility) who require intermittent, non-routine access to very low risk systems or roles in NASA IT systems from a non-NASA facility. Logical transients shall complete an approved trusted partner federation or individual proofing mechanism.
    11. Retirees are previous NASA civil servants who have favorably left the Agency and may retain access to services offered at their home Center. Retirees may be issued a NASA Retiree Souvenir/ID Card which grants no access or benefits to the Center. Retirees requiring access to a NASA Center will be treated as visitors or as another affiliation defined in this section.
    12. Emeritus are previous NASA civil servants who have favorably left the Agency and entered into an emeritus agreement to provide consulting and mentorship support at a NASA Center. Emeritus will be issued an Agency Smart Badge.
    13. Interns are workers participating in an internship sponsored by the NASA Office of Science, Technology, Engineering, and Math (OSTEM) which benefits and/or furthers the goals, objectives, and efforts of NASA. Individuals who are interns at another company working with NASA will not be treated as interns and will be treated as the affiliation for the company for which they work.
    14. Visitors are individuals requiring escorted or supervised physical-only access to a NASA Center for a period less than 30 calendar days in any single visit and not more than a cumulative total of 29 calendar days in a 365-day period. Visitors exceeding 29 days in a 365-day period may continue to be processed as a visitor at the discretion of the CCPS. Visitors will receive no access beyond Center guest wireless as permitted by the Center and upon approval.
    15. Customers are non-NASA workers who have requested and been approved for access to NASA assets which are considered publicly accessible but require authentication and/or identity proofing. Examples of such assets include but are not limited to patents and software through the NASA Technology Transfer Program, and NASA supercomputers.
    16. Digital worker identities are machines, programs, and artificial intelligences (often referred to as bots), owned by a NASA civil servant. All digital worker identities will be assigned to agreements that define their access and capabilities. Digital worker identities shall be requested and sponsored but do not require enrollment, investigation, or training. Digital worker identities will be authorized by the OCIO, or designee, for logical access and the CCPS for physical access. Non-humans may be issued an Agency Smart Badge or logical access credential.

## Enrollment and Issuance Procedures

* + 1. Identity proofing and vetting requirements will follow the requirements in section 3.7, Identity Proofing and Vetting Requirements.
    2. The enrollment and issuance procedures identified in this section shall be performed in-person at a NASA Center or Facility or a NASA-approved enrollment location. Specific procedures for visitors, remote-only, and foreign national enrollment and issuance procedures can be found in subsequent sections and chapters.
    3. Step 1: Identity Request
       1. The requester initiates an identity request within IdMAX for an applicant using the applicant’s full legal name. For civil servants, identity information is submitted by the HR specialist. For all other persons, identity information is entered by the requester or the applicant via invitation, as required in IdMAX.
    4. Step 2: Sponsorship
       1. The sponsor validates the applicant’s identity and assignment data in the identity request. The sponsor reviews the Position Designation in IdMAX and approves or denies the request, establishing the need for a relationship between the applicant and NASA and the applicant’s need for a credential.
       2. The sponsor advises the applicant to appear in person before the enrollment official and present the necessary identity source documents, as identified in the NASA-Approved Identity Source Documents, in original form.
    5. Step 3: Reciprocity and Vetting
       1. If the applicant is requesting a credential which does not require a background investigation then the authorizer or designee conducts the appropriate database checks, the authorizer submits the request to the enrollment official, and the applicant proceeds to enrollment, section 3.3.6, Step 4: Enrollment Process.
       2. The authorizer or investigation reviewer reviews Federal databases and takes appropriate steps to validate the applicant’s investigation status with regard to a current investigation.
       3. If the applicant has an investigation on file or in progress that meets the investigative and reciprocity requirements, the authorizer submits the request to the enrollment official, and the applicant proceeds to enrollment, section 3.3.6, Step 4: Enrollment Process.
       4. If no investigation is on file or in progress, the authorizer coordinates initiation of the appropriate background investigation. The authorizer submits the request to the enrollment official and the applicant proceeds to enrollment, section 3.3.6, Step 4: Enrollment Process.
    6. Step 4: Enrollment Process
       1. The applicant will appear in person before the authorized enrollment official and perform all required enrollment activities. The applicant will present the required NASA-approved identity source documents in original form, one of which will be a government issued picture identification. The applicant will allow capture of all required fingerprints, photographs, and signatures, in compliance with the following phases of the enrollment process.
       2. NASA-Approved Identity Source Documents – The enrollment official inspects the identity source document for authenticity and validates the identity source document through visual or electronic scrutiny and, when necessary, with the authority or entity which issued the document. The enrollment official obtains and maintains legible photocopies or scanned copies of the original identity source documents. Any documents which appear invalid (e.g., absence of security hologram or other known security features on a state issued driver’s license, security features on a birth certificate or passport, smeared ink, etc.) shall be rejected by the enrollment official and reported to the Office of Inspector General (OIG) and CCPS for review. Photocopies of rejected documents are to be made and retained in accordance with the NASA records retention schedule. Identity source documents which do not pass electronic examination are rejected and another NASA-approved identity source document will be provided and subjected to visual or electronic scrutiny. In the event the applicant is required to provide documentation to resolve discrepancies or omissions in data collected, the enrollment official will review the information with the applicant as necessary. The information submitted by the applicant will be used to update the applicant identity record.
       3. Fingerprints – The applicant will allow capture of all required flat and/or rolled fingerprints. A compatibility test will be performed to ensure two enrolled fingerprints can be used for biometric matching. In cases where there is difficulty in collecting fingerprints due to damage, injury, or deformity, NASA will process the credential with a designation of fingerprints as non-classifiable. In situations where individual fingerprints cannot be captured due to damage, injury, deformity, or loss, the fingerprints will be labeled accordingly. When fingerprints are captured at a location other than an approved enrollment location, the transmission of those fingerprints to the Center Office of Protective Services will be from a valid law enforcement agency or other accredited fingerprint provider. To ensure a chain of trust, the fingerprint cards will be delivered to the Center Office of Protective Services by the entity that took the fingerprints.
       4. Photograph – The applicant’s photograph is captured which will include the entire face, from natural hairline to the chin, and may not be obscured by glasses, hats, headphones, etc. The CCPS may allow head coverings worn for religious or medical reasons or eyeglasses worn for medical reasons and which do not hide any part of the face, from natural hairline to the chin. The facial expression shall be neutral (non-smiling) with a closed mouth. Permanent eye patches that do not obscure an excessive portion of the face need not be removed. Individuals with temporary eye patches or other temporary coverings should be issued an Agency Smart Badge until such time when the patch or covering is no longer necessary and an unobscured, full-facial photograph can be captured. Waivers for religious reasons may be obtained by written application to the AIMO. The facial image collected from the applicant during enrollment may be used for authenticating badge recipients covered under section 508 of the Rehabilitation Act.
       5. Signature – An electronic signature of the applicant shall be obtained. For applicants requesting a credential, the enrollment official will provide the applicant with the Subscriber Agreement and the signature will attest to the applicant’s reading and acceptance of the Subscriber Agreement.
    7. Step 5: Authorization
       1. If a database check or investigation is required and no database check or investigation is on file or in progress, the fingerprints captured during enrollment shall be submitted to the appropriate authority with a request for a database check or background investigation. If a fingerprint check comes back with a status of unclassifiable, the results of a name check will be used to perform the access determination.
       2. The authorizer makes an access determination based upon favorable fingerprint check results, results of other database checks, or evidence of an acceptable existing background investigation (as found in section 3.3.5, Step 3: Reciprocity and Vetting). If the access determination is favorable, the authorizer will authorize access and creation and issuance of the credential.
       3. Access determinations shall be performed in accordance with section 6.3, Credentialing Determinations.
    8. Step 6: Credential Production
       1. If the credential is to be produced using central print, the necessary information is included in a batch card production request. The initialized and printed badges are delivered to NASA and forwarded to the appropriate issuance officials where the credentials shall be held in a secure location.
       2. If the credential is to be produced using local print, the issuance official shall print and inline encode the appropriate credential and validate the identity information on the credential with the identity information in the credential request.
       3. The applicant will be notified when the credential is ready for issuance.
    9. Step 7: Issuance Process
       1. The applicant shall appear before the issuance official, who obtains the credential from storage.
       2. The issuance official shall check the printed credential to verify the identity of the applicant and oversee a biometric match of the applicant to the identity record.
       3. If required, the applicant shall enter a PIN which finalizes encoding of the credential. The applicant is advised the PIN will be 6-8 digits long and not easily guessable or individually identifiable (e.g., phone number, Social Security Number). Upon completion of the credential encoding, the credential is officially released to the applicant.
       4. For any credential issued without a biometric verification, facial recognition shall be performed by comparing the photograph stored in IdMAX to the photograph on the badge and the face of the applicant. Two forms of identity source documentation shall be verified against the individual. When the facial verification is completed, the badge will be released to the applicant.
       5. An approved electronically shielded badge holder shall be offered to the applicant in order to protect the credential and the privacy of information on the credential.

## Visitor Enrollment and Issuance Procedures

* + 1. All visitor enrollment and issuance procedures shall occur at a NASA Center or Facility.
    2. U.S. citizens and Lawful Permanent Resident (LPR) visitors shall complete visitor invitation and registration in the Enterprise Visitor Access Management System (EVAMS). Visitors may require approvals based on specific NASA Center or Facility requirements.
    3. Foreign national visitors shall be processed through IdMAX in accordance with section 4.4, Enrollment and Issuance Procedures for Foreign National Visitors.
    4. Visitors who are minors, children, or infants shall not be required to register in EVAMS when accompanied by a parent or guardian but may elect to do so, following all appropriate requirements, when in possession of a NASA-approved identity source document.
    5. Logical access will not be granted to visitors.
    6. Visitors requiring subsequent routine physical access or logical access shall be processed in accordance with the requirements of section 3.3, Enrollment and Issuance Procedures.
    7. Identity proofing and vetting requirements shall follow the requirements in section 3.7, Identity Proofing and Vetting Requirements.
    8. Step 1: Visit Request
       1. A requester may submit a visit request within EVAMS for a US Citizen or LPR visitor. Identity information is entered by the requester or the applicant via invitation, as required in EVAMS.
       2. Visit requests will be reviewed based on the requirements of the visit and the specific accesses requested.
    9. Step 2: Enrollment and Check-In Process
       1. The visitor will appear in person at the Center and perform all required enrollment and check-in activities.
       2. NASA-Approved Identity Source Document – The visitor will present a primary NASA-approved identity source document in original form which shall be reviewed and processed in accordance with the requirements of section 3.3.6.2.
       3. Photograph – When required by the Center, the applicant’s photograph shall be captured in accordance with the requirements of section 3.3.6.4.
    10. Step 3: Authorization
        1. If any database checks are performed on the visitor, an authorizer will approve badge issuance following a credentialing determination of the returned results, in accordance with section 6.3, Credentialing Determinations.
    11. Step 4: Visitor Pass Production and Issuance
        1. A visitor pass will be printed and issued following verification of the visitor’s identity source documentation.
        2. If the visitor is approved for areas requiring electronic physical access an electronic access card will be assigned to the visitor and will accompany the visitor pass. The electronic access card will be returned at the end of the visit.

## Remote Enrollment Procedures

* + 1. Remote enrollment and issuance shall not replace the requirements for in-person enrollment and issuance procedures when physical access or access to high-risk logical assets is required.
    2. Any individual completing remote enrollment and issuance procedures who subsequently visits a NASA Center or Facility shall undergo the enrollment procedures described in section 3.3, Enrollment and Issuance Procedures.
    3. Access to very-low risk logical assets may be granted following completion of remote enrollment and issuance procedures.
    4. Access to low or moderate risk logical assets may be granted following completion of remote enrollment and issuance procedures and implementation of OPS and OCIO-approved risk-mitigations.
    5. Access to low or moderate risk logical assets with no OPS and OCIO-approved risk-mitigations shall not be allowed through the remote enrollment and issuance procedures. Such access will only be granted following the requirements in section 3.3, Enrollment and Issuance Procedures.
    6. Remote enrollment and issuance shall include, at a minimum, identity request, sponsorship, verification of identity, verification of identity data, capture of NASA-approved identity source documents, and capture of photograph.
    7. Identity proofing and vetting requirements shall follow the requirements in section 3.7, Identity Proofing and Vetting Requirements.
    8. Step 1: Identity Request
       1. The requester initiates an identity request within IdMAX for an applicant. Identity information is entered by the requester or the applicant via invitation, as required in IdMAX.
    9. Step 2: Sponsorship
       1. The sponsor validates the applicant’s identity and assignment data in the credential request. The sponsor reviews the Position Designation in IdMAX and approves or denies the request, establishing the need for a relationship between the applicant and NASA and the applicant’s need for access.
       2. The sponsor advises the applicant to complete a remote enrollment and issuance and present the necessary identity source documents, as identified in the NASA-Approved Identity Source Documents, in original form.
    10. Step 3: Enrollment Process
        1. The applicant will complete all required enrollment activities.
        2. NASA-Approved Identity Source Document – The applicant will present a primary and secondary NASA-approved identity source document in original form which shall be reviewed and processed in accordance with the requirements of section 3.3.6.2.
        3. Photograph – The applicant’s photograph shall be captured in accordance with the requirements of section 3.3.6.4.
        4. Signature – An electronic signature of the applicant shall be obtained. This signature may be obtained in the form of an approval action during completion of the remote-only enrollment and issuance procedures.
    11. Step 4: Authorization
        1. If any database checks are performed, an authorizer will approve credential issuance following a credentialing determination of the returned results, in accordance with section 6.3, Credentialing Determinations.
    12. Remote enrollment and issuance procedures shall follow the processes established in IdMAX.

## Remote Issuance Procedures

* + 1. Remote issuance shall not replace the requirements for in-person issuance procedures when physical access or access to high-risk logical assets is required.
    2. Remote issuance shall require biometric verification of the individual prior to completion of the issuance.
       1. Credentials shall be delivered to the individual in a manner which ensure the individual requesting the credential is the individual receiving the credential.

## Identity Proofing and Vetting Requirements

* + 1. Centers shall accept as valid the identity proofing and vetting of their peer Centers as a baseline requirement, consistent with this NPR. Additional identity proofing and vetting may be required should access requirements change.
    2. All individuals requiring access shall provide minimum identity data and PII necessary to establish an identity including, but not limited to, full legal name and date of birth. Additional identity data and PII including, address, place of birth, citizenship, social security number (SSN), and contact information may be required.
    3. A primary and secondary NASA-approved identity source document shall be required, unless otherwise specified.
    4. A minimum of a Tier I investigation will be required for all individuals needing routine, non-intermittent unescorted physical and/or logical access to NASA assets for a period exceeding 179 calendar days in a 365-day period beginning the first day of affiliation, regardless of work schedule.
    5. A minimum of an NCHC will be required for all individuals needing routine, non-intermittent unescorted physical and/or logical access to NASA assets for a period up to but not exceeding 179 days in a 365-day period beginning the first day of affiliation, regardless of work schedule.
    6. A minimum of an NCHC will be required for all individuals needing non-routine, intermittent unescorted physical access to a NASA center for any period of time.
    7. A minimum of an approved trusted partner federation or individual proofing mechanism will be required for all individuals requiring non-routine remote-only logical access to low or moderate risk logical assets for which OCIO-approved role level mitigations and controls have been implemented.
    8. Individuals requiring access to publicly accessible resources will be subject to the above investigative requirements only to the extent deemed necessary by the resource to which access is being requested and granted.
    9. Long-term Physical Only Access for Non-NASA Workers
       1. A primary and secondary NASA-approved identity source document shall be required.
       2. An NCHC, commonly referred to as a fingerprint check, will be required for all non-NASA Workers needing unescorted physical access to NASA assets for a period exceeding 179 days in a 365-day period beginning the first day of affiliation, regardless of work schedule.
    10. Visitors
        1. A primary NASA-approved identity source document shall be required, and a secondary NASA-approved identity source document may be required, at the discretion of the CCPS.
        2. An NCHC or National Crime Information Center (NCIC) may be required for any individual processed as a visitor at the discretion of the CCPS.

## Trusted Partnerships and Federation

* + 1. NASA may enter into Trusted Partner Agreements with partner organizations (e.g., domestic and foreign, government, commercial, educational, etc.) in order to leverage the identity proofing and vetting processes and/or credentialing of the Trusted Partner Organization.
       1. The Trusted Partner Agreement will outline all requirements necessary to establish trusted identities and credentials between NASA and the Trusted Partner Organization.
    2. OPS will review and approve, in coordination with relevant offices, all Trusted Partner Agreements.
    3. The Trusted Partner Agreement will identify the identity proofing and vetting processes and requirements (commonly referred to as HR processes) of the partner organization.
    4. The Trusted Partner Agreement will identify the credential issuance process and credential capabilities of the Trusted Partner Organization.
    5. NASA will review the identity proofing and vetting processes and requirements of the Trusted Partner Organization and assign an identity assurance level for identities associated with the Trusted Partner Organization.
    6. NASA will review the credentialing processes and requirements and credential capabilities of the Trusted Partner Organization and assign an authentication assurance level for credentials associated with the Trusted Partner Organization.
    7. The Trusted Partner Agreement may include processes and requirements to increase identity and authentication assurance levels to attain desired assurance levels.
    8. A trusted partner access plan (i.e., Access Control Plan (ACP)) may be assigned to a Trusted Partner Agreement that identifies a list of assets that can be accessed by identities associated with the Trusted Partner Agreement.
    9. The trusted partner access plan will be approved as part of the Trusted Partner Agreement.
    10. Individuals associated with a Trusted Partner Agreement who require identity, authentication, or access beyond that specified in the Trusted Partner Agreement will be processed as a NASA worker in accordance with the requirements of this policy.

# Foreign Nationals

## Overview

* + 1. This chapter outlines the requirements that NASA personnel shall follow in granting foreign nationals access to NASA assets for any purpose. The subsections outline additions and variations to existing processes, procedures, and authorizations necessary to obtain required access permissions in a timely manner. Also included are the requirements for the processing of persons who have multiple citizenships, foreign nationals from designated countries, LPR, and U.S. citizens working for a foreign entity.
    2. This chapter defines the identity management requirements specific to foreign nationals at NASA including, but not limited to, visit coordination, access approval, escort procedures, fingerprint checks, and background investigations for short-term or long-term assignments and visitor access.
    3. The requirements in this chapter shall apply to all foreign national workers and non-NASA workers who require physical and/or logical access to NASA resources; including, but not limited to, foreign nationals supporting a NASA contract, grant, or other agreement issued by NASA, foreign nationals who are civil servants, contractors, subcontractors, researchers, international partners as defined via International Space Act Agreements (ISAA), protocol visitors, foreign nationals with the news media, grantees, and visitors.
    4. Questions regarding the receipt and processing of access requests for foreign nationals and the conduct of approved visits and other access shall be directed to the NASA Center or Component Facility IVC. If the criteria for processing a specific foreign national cannot be accommodated within one of the scenarios documented in this chapter, a waiver request may be submitted to NASA OPS for review and approval (see section 1.3, Waivers and Exceptions of this document).

## NASA Foreign National Access Policy and Related Requirements

* + 1. Foreign national access is determined on a case-by-case basis. All visits and other approved access will be reviewed to ensure the request conforms to Agency and Federal policies and regulations, including U.S. national security, export control, nonproliferation, and foreign policies and regulations.
    2. Record keeping related to tracking foreign national access requests and visits will be accomplished via the NASA IdMAX system.
    3. In accordance with Federal policies and guidelines, NASA resources shall be given to U.S. citizens prior to consideration of foreign nationals.
    4. Assignments and other access for the purpose of implementing a mutually agreed upon program or project will comply with the terms of the NASA/foreign partner program or project agreement; particularly the provisions in the agreement dealing with responsibilities of the parties and the transfer of data and goods.
    5. Discussion or other release of information by NASA personnel to a foreign national during a meeting, visit, or other approved access that does not pertain to an approved program or project or an effort to establish an approved program or project shall be limited to information available or releasable to the general public, i.e., unclassified, non-sensitive, and non-export controlled.
    6. Scientific and Technical Information (STI) that is proposed for release outside of NASA shall be reviewed to ensure it does not contain sensitive information, including Controlled Unclassified Information (CUI), per NPR 2200.2, Requirements for Documentation, Approval, and Dissemination of NASA Scientific and Technical Information.
    7. Visits, assignments, or IT access requests for foreign nationals from nondesignated countries shall be coordinated and implemented at the Center level by the IVC and provided to the Center Export Administrator (CEA) and the OCIO, or designee, for review and recommendation.
    8. Visits, assignments, or IT access requests for foreign nationals from designated countries shall be coordinated initially through the Center IVC and provided to the CEA and OCIO, or designee, for review prior to being forwarded to NASA Headquarters Office of International and Interagency Relations (OIIR), Headquarters Export Administrator (HEA) for review and program points-of-contact, as necessary, for review.
    9. Final approval of visits by foreign nationals from nondesignated and designated countries resides with the IVC upon consideration of the recommendations of the CEA, HEA, OCIO, or designee, and Counterintelligence/Counterterrorism (CI/CT).
    10. A foreign national will be provided access to NASA physical and/or IT assets only after final approval.
    11. An approved foreign national access request will allow access to information that is releasable to the general public. Access requests with the purpose of gathering or sharing information or conducting discussions in areas that NASA considers sensitive (e.g., for proprietary, national security, or export control reasons) shall not be approved in the absence of a specific NASA programmatic interest.
    12. Foreign national identities and associated access permissions will be suspended on the day the foreign national’s affiliation ends.
    13. Identities and access permissions will be terminated the day the affiliation ends for foreign nationals from designated countries and 30 calendar days after affiliation ends for foreign nationals from nondesignated countries.
    14. Centers and/or programs may specify restrictions regarding physical and/or logical access privileges or escort requirements that are more restrictive than those documented in this NPR.
    15. Any violation or suspected violation of this policy shall be reported to the CCPS.

## Enrollment and Issuance Procedures for Foreign Nationals

* + 1. Identity proofing and vetting shall follow the requirements in section 4.7, Identity Proofing and Vetting Requirements.
    2. The enrollment and issuance procedures identified in this section shall be performed in-person at a NASA Center or Facility or a NASA-approved enrollment location. Specific procedures for foreign national visitors and remote-only enrollment and issuance procedures can be found in subsequent sections.
    3. Foreign nationals shall complete the following steps prior to initiation of any on-site enrollment and issuance procedures:

1. Obtain approval for the visit or assignment.
2. Obtain a visa applicable to the purpose of the visit or assignment.
3. Ensure that sponsorship is determined. If a foreign national is not under a contract where a COR has been officially designated, the foreign national will provide information directly to their visit/assignment host, and the host will fulfill the duties of the sponsor as required herein.
4. The foreign national visitor will begin the process 14 calendar days for nondesignated foreign nationals and 30 calendar days for designated foreign nationals so that pre-visit identity proofing and vetting can be conducted and completed by the IVC, as described in this chapter.
   * 1. Step 1: Identity Request
        1. The requester for a foreign national shall be a current PIV or Agency Smart Badge holder. The requester initiates an identity request within IdMAX. Identity information is entered by the requester or the applicant via invitation, as required in IdMAX.
     2. Step 2: Sponsorship
        1. The sponsor validates the applicant’s identity data in the credential request and updates the data as necessary. The sponsor reviews the position designation in IdMAX and will perform a risk-based determination based on the status of the foreign national and the assets that the foreign national is to access. This information is necessary to define the ACP and determine the level of investigation and escort requirements.
     3. Step 3: Foreign National Review
        1. The IVC shall directly receive and review all access requests for foreign nationals. The IVC validates receipt of the request and confirms sponsorship of the request. The IVC performs or facilitates the following reviews and activities, in any order, prior to final approval and authorization, as appropriate.
           1. Access Request Review – The IVC reviews the access request with the project office (requesting organization) and the sponsor to confirm access requirements, work description, dates of visit, assignment or length of access request, visa type and its appropriateness to the assignment and duration, position designation, and the ACP. The request shall be approved or rejected, as appropriate.
           2. Identity proofing and vetting – The IVC performs checks against appropriate databases, in accordance with the identity proofing and vetting requirements in section 4.7, Identity Proofing and Vetting Requirements.
        2. Security Review – The IVC reviews the access request for issues relevant to the Center, determines escort requirements, reviews the ACP, and approves or denies the request, as appropriate. If approved, a level of investigation appropriate to physical and/or IT access requirements, visit type, and length of residence in the U.S. is determined and initiated.
        3. Counterintelligence/Counterterrorism Review – Center and Headquarters CISAs perform name checks for foreign nationals of interest to determine intelligence service and/or terrorism affiliations.
        4. Export Control Review – Foreign national visit requests are reviewed by the CEA to ensure information being exchanged and access being granted does not violate export control laws. Further review is conducted by Headquarters Export Control if the foreign national is from a designated country, an intern, or part of the NASA Exchange Visitor Program. A recommendation to approve or deny the access request is made based on export control concerns related to any access being granted or information being shared. No additional identity proofing and vetting shall be required or performed during the export control review process.
     4. Step 4: Authorization
        1. The IVC shall confirm receipt of all reviews and provide final authorization of the access request.
        2. The IVC shall report the terms and conditions of the visit, as contained in the ACP and export control provisos, to the sponsor.
        3. If a foreign national is denied access (all or in part), the IVC shall inform the sponsor who may request a further review with the CCPS.
     5. Step 5: Enrollment Process
        1. The enrollment official validates receipt of the request from the authorizer and follows the enrollment procedures in section 3.3.6, Step 4: Enrollment Process, with the following variation:
        2. Authorization Documents – The enrollment official obtains legible scanned copies of the following visit authorization and admission documents:
5. Visa or Electronic System for Travel Authorization (ESTA) receipt for visa waivers. Visit authorization documents validate the type of visit and the type of work allowed. Expired visit authorization documents will be accepted as proof of visit authorization when accompanied by an unexpired admission document.
6. Admission stamp or paper Form I-94, Arrival/Departure Record, with Admitted-Until Date or “D/S” (duration of status). Admission documents validate admission to the U.S. and the length of time a foreign national may remain in the U.S. The I-94 or receipts (e.g., I-797) with a stated Admitted-Until Date, “D/S” or a specified extension (e.g., 180 days) will be accepted.
   * 1. Step 6: Credentialing Determination
        1. Credentialing determinations follows the procedures in section 3.3.7, Step 5: Authorization, of this NPR, in accordance with the identity proofing and vetting requirements in section 4.7, Identity Proofing and Vetting Requirements for Foreign Nationals.**Error! No bookmark name given.**
     2. Step 7: Credential Production and Issuance
        1. Credential production and issuance follow the procedures described in sections 3.3.8, Step 6: Credential Production, and 3.3.9, Step 7: Issuance Process, of this NPR.
     3. Step 8: NAMS Access Request
        1. If accessing NASA physical assets IT resources, access requests will be reviewed by the asset owner/approver who shall approve the request in NAMS, as appropriate.

## Enrollment and Issuance Procedures for Foreign National Visitors

* + 1. Foreign national visitors shall follow all procedures established in section 3.4, Visitor Enrollment and Issuance Procedures with the following modifications:
    2. Foreign national visitors who are minors, children, or infants shall be required to present their passport while in the presence of their parent or guardian.

1. The identity request shall be initiated and completed in IdMAX prior to being submitted to EVAMS by the IVC.
2. The IVC shall perform the role of authorizer for all access requests for foreign national visitors.
3. Authorization shall require completion of reviews conducted in accordance with the requirements in section 4.3.6, Step 3: Foreign National Review.
4. Identity proofing and vetting shall follow the requirements in section 4.7, Identity Proofing and Vetting Requirements.

## Remote Enrollment and Issuance Procedures for Foreign Nationals

* + 1. Any foreign national completing remote identity proofing who subsequently visits a NASA Center or Facility shall undergo enrollment following the requirements in section 4.3, Enrollment and Issuance Procedures for Foreign Nationals.
    2. The remote identity proofing and issuance procedures for foreign nationals will follow the requirements in section 3.5, Remote Enrollment Procedures with the following variations:

1. The IVC shall perform the role of authorizer for all remote-only access requests by foreign nationals.
2. Authorization shall include reviews conducted by the CEA, OIIR, OCIO, or designee, and CI/CT as appropriate, in accordance with the requirements in section 4.3.6, Step 3: Foreign National Review.
3. Identity proofing and vetting shall follow the requirements in section 4.7, Identity Proofing and Vetting Requirements.
4. Credential production and issuance will result in the issuance of a logical-only credential.

## Implementation

* + 1. If an identity application for a foreign national from a nondesignated country has been outstanding for longer than 10 working days from the initial request, the IVC should follow up with Center or Headquarters personnel to determine the cause(s) for the delay. Applications for foreign nationals from nondesignated countries outstanding for longer than 15 working days from the initial request may be approved by the IVC and escalated to the AIMO for awareness. For foreign nationals from designated countries, no follow ups or approvals based on outstanding approval timelines will be performed.
    2. The IVC may, in emergent situations and with approval of the CCPS, process an approval without review by other offices. In such situations, reviews by other offices should be reviewed immediately upon completion and the visit approval updated as appropriate.
    3. Program sponsors and hosts shall ensure that foreign nationals are aware and/or briefed on the terms and conditions of the visit, as contained in the ACP and export control provisos.

## Identity Proofing and Vetting Requirements for Foreign Nationals

* + 1. Centers shall accept as valid the identity proofing and vetting of their peer Centers as a baseline requirement, consistent with this NPR. Additional identity proofing and vetting may be required if access requirements exceed the original scope of access or authorization.
    2. All foreign nationals requiring access shall provide the minimum required identity data and PII necessary to establish an identity including, but not limited to, name, contact information, address, place of birth, citizenship, and contact information.
    3. A primary and secondary NASA-approved identity source document shall be required, unless otherwise specified.
    4. All foreign national access requests shall require completion of a database check of Visual Compliance, which includes a check against the Visual Compliance Unverified List, Entities List, Denied Persons List, Debarred Parties List, Specially Designated Nationals, and the Terrorist Screening database. The Visual Compliance check will be uploaded to the identity record of the foreign national when derogatory information is reported. Results with no derogatory information are not required to be uploaded to the identity record.
    5. For foreign nationals requiring logical-only access to very-low data or requiring logical-only access to low or moderate data for which OPS, OIIR, and OCIO-approved risk-mitigations are in place and who are outside the U.S., no additional checks and no visit authorization or admission documents will be required. A database check of the U.S. Customs and Immigration Service (USCIS) Systematic Alien Verification for Entitlements (SAVE) will not be required.
    6. For foreign nationals performing short-term or long-term assignments requiring escorted or unescorted physical access or requiring logical access and who are inside the U.S., the following shall be required:

1. Initiation of a database check of SAVE to confirm reciprocity of vetting performed by Customs and Border Patrol at the port of entry. The SAVE check should be completed within 5 days of the start of any short-term or long-term assignment.
2. Completion of an NCHC, in accordance with NPR 1600.3 and section 3.3.6.3 of this NPR.
3. Completion of an FBI Investigations File (name check search) as deemed necessary by CI/CT.
   * 1. For foreign national visitors, a valid passport or Department of State Diplomatic ID Card will be required. No additional checks or documentation are required.
     2. Access requests for foreign nationals shall be denied if the NCHC or Visual Compliance check produces any positive hit result. Positive hit results are to be reported to the CCPS and the HEA. Exceptions to this denial of access are granted in cases where the positive result in the Visual Compliance check can be effectively mitigated by an applicable proviso approved by the HEA.
     3. Access requests for foreign nationals shall be denied or terminated if the SAVE check verification process reports an invalid immigration status or any information, such as visa type, which conflicts with the purpose of the visit.
     4. Foreign nationals requiring a PIV shall be subject to 3-years residency within the U.S. and eligibility requirements for a background investigation.
        1. For foreign nationals who have resided in the U.S. or a U.S. territory for three years or more, a background investigation (i.e., Tier I background investigation or higher) will be initiated after employment authorization is appropriately verified. Foreign nationals may be eligible for issuance of a NASA PIV credential upon favorable adjudication of a Tier I investigation or higher with a favorable credentialing determination. In the event a foreign national chooses not to complete the appropriate forms for a background investigation required for full identity proofing and vetting, the Center Protective Services Office will require completion and a minimum annual revalidation of the NCHC, FBI Investigations File, Visual Compliance, and SAVE checks prior to issuance of an Agency Smart Badge or Center-specific badge, based on risk determination.
        2. For foreign nationals who have resided in the U.S. or a U.S. territory for less than three years, the background investigation shall be delayed until the three-year requirement is met. In such cases, the Center Protective Services Office will require completion of the NCHC, FBI Investigations File, Visual Compliance, and SAVE checks prior to issuance of an Agency Smart Badge or Center-specific badge, based on risk determination.
        3. Three years residing in the U.S. is defined as any presence in the U.S. or a U.S. territory for three continuous years or more during which any absences can be regarded as temporary and do not destroy the degree of continuity necessary to establish and maintain residence. Decisions about whether a person maintains continuity of residency are based on the circumstances of the particular case and at the discretion of the CCPS in consultation with the AIMO and the OPS Personnel Security Division.
     5. Derogatory results of any database check shall be attached to the identity record of the foreign national in IdMAX. Results with no derogatory information are not required to be uploaded to the identity record.

## Foreign National Escort Requirements

* + 1. The CCPS may immediately suspend or revoke a person’s escort authority if a violation or suspected violation occurs.
    2. In addition to requirements in this section, personnel escorting Foreign Nationals shall comply with Escort Responsibilities outlined in Section 2.3.14 of this NPR.
    3. The IVC shall work with the CEA, program managers, and sponsor to determine escort requirements while the foreign national is located at the Center.
    4. The AIMO will develop and maintain an escort-training module in SATERN that includes Center-specific escort requirements provided by the Center Protective Services Office. The Center Protective Services Office will develop escort training content specific to that Center and provide it to the AIMO for inclusion in the agency escort training.
    5. Employees shall report any violations of the ACP or suspicious activity to the Center IVC and the Center Counterintelligence Office.
    6. Sponsors, hosts, and escorts shall acknowledge understanding and acceptance of the ACP and escort requirements associated with each escorted individual, prior to the beginning of the visit/assignment.
    7. A decision to require additional escort requirements, remove escorting credentials, or changing escort ratios may be changed at the discretion of the CCPS and in accordance with this policy. Any changes to escort requirements shall be coordinated by the IVC and annotated in IdMAX. The CCPS shall coordinate any changes to designated country foreign national escort requirements with the AIMO to request waiver.
    8. For protocol visits, the responsible protocol visit host shall coordinate with the CCPS to determine the escort-to-visitor ratio.
    9. Determining Escort Requirements for nondesignated country Foreign Nationals
       1. Foreign nationals from nondesignated countries with a completed NCHC may be unescorted, at the discretion of the CCPS.
       2. The CCPS shall establish Center Security guidance to determine the escort-to-visitor ratio for foreign nationals from nondesignated countries or utilize a 1:5 ratio as a baseline requirement.
       3. Foreign nationals from nondesignated countries with a Tier 1 or higher background investigation may be allowed to escort other foreign nationals in the same program but may not escort foreign nationals from other programs or foreign nationals from designated countries even in the same program.
    10. Determining Escort Requirements for designated country Foreign Nationals
        1. Foreign nationals from designated countries shall be escorted at all times. Foreign nationals from designated countries who have undergone a Tier 1 or higher background may be exempted from the requirement to be escorted, at the discretion of the CCPS.
        2. Foreign nationals from designated countries shall not be allowed to perform duties as an escort.
        3. One escort shall be assigned to each foreign national from a designated country so that an escort-to-visitor ratio of 1:1 is maintained.  In coordination with the IVC, the CCPS may, for specific situations and after ensuring adequate and continuous supervision and no undue risk to NASA, adjust the escort-to-visitor ratio for foreign nationals from designated countries to 1:5.
        4. Per NPR 1660.1, NASA Counterintelligence and Counterterrorism, escorts of foreign nationals from designated countries shall complete a briefing with a Center CISA prior to the visit as well as an in-person debriefing with a Center CISA following the visit.

## Requirements for Visas

* + 1. Foreign national visitors shall not be required to provide a visa.
    2. Foreign nationals requiring remote-only access outside the U.S. shall not be required to provide a visa.
    3. All foreign nationals requiring physical or logical access to NASA inside the U.S. to perform work shall provide a valid visa. Expired visas are considered valid and will be accepted.
       1. The visa type shall match the description of the work being performed. Foreign national access will be denied if the work description and visa do not match.
       2. Foreign nationals performing work for NASA through an affiliate entity (e.g., contracting company, educational institute, etc.) shall provide a visa that substantiates the foreign national’s relationship with the affiliate entity and is applicable to the work being performed at NASA (e.g., educational visa when affiliated with an educational institute and supporting the educational institute’s work agreement with NASA). Foreign national access will be denied if the foreign national’s visa does not match the relationship with the affiliate or the work being performed at NASA.
       3. Foreign nationals requiring access to NASA to perform work on an asset owned or provided by a foreign entity (e.g., Canadian working on the Canadian Space Arm) shall provide a visa but the visa is not required to match the description of work. Visa waivers may be accepted in these situations.
    4. Visa waivers shall only be accepted in compliance with Department of State guidelines for use of a visa waiver; specifically:

1. The duration of the assignment shall be 90 days or less.
2. The work description shall be an activity permitted on a Visitor (B) Visa.
   * + 1. When a foreign national with a visa waiver needs to stay in the U.S. beyond the 90 days authorized by the visa waiver, the foreign national is required to either depart and re-enter the U.S. on a new visa waiver or obtain a full visa in accordance with USCIS requirements. Any new visa information will be provided to the Center IVC who will verify the visa information in SAVE.

## Requirements Based on Affiliation

* + 1. Foreign nationals shall not be processed until they have been associated to a legally-binding agreement that has been entered into IdMAX.
    2. If a foreign national will need access to NASA as a visitor (29 days or less in a single visit or cumulative during a 365-day period) the foreign national shall be granted escorted physical access and logical access only to the NASA visitor network via the Agency-managed wi-fi-portal. Visitors will be assigned to the Agency foreign national visitor agreement.
    3. If a foreign national is supporting NASA under an ISAA and requires periodic access to NASA facilities, the foreign national shall be processed in accordance with procedures in section 4.3, Enrollment and Issuance Procedures for Foreign Nationals. An ISAA, or other legally binding agreement (e.g., contract, grant, etc.), shall be required for any short-term or long-term assignment.
    4. If a foreign national will need access to NASA periodically as an accredited news media representative, the IVC shall coordinate with the Center public affairs office to obtain requisite information. Once the IVC has determined an agreement has been reached on requirements, the IVC will coordinate with the CCPS as to the level of investigation required. The foreign national will be given a physical access credential (Agency Smart Badge or Center-specific badge) commensurate with the level of investigation performed and access requirements. Investigation status information will be updated annually.
    5. Protocol Visits (formerly High-Level Protocol Visits)
       1. All protocol visits shall be sponsored by OIIR or the Center protocol office or equivalent office or organization at the Center. OIIR and the Center protocol office may, at their discretion, choose to implement additional requirements for a protocol visit.
       2. Protocol visits shall be processed as expeditiously as possible, in accordance with the requirements of this policy for processing foreign nationals.
       3. Foreign national diplomats and other important foreign national persons not sponsored by OIIR or the Center protocol office shall follow the procedures and requirements established in this NPR with no additional considerations for expedition.
    6. J-1 Exchange Visitor Visa.
       1. Under the provisions of 22 CFR Part 62, and as approved by the Department of State, NASA is authorized to conduct an exchange visitor program and can authorize foreign nationals to be assigned to NASA installations on J-1 exchange visitor visas. NASA has authority to sponsor two exchange visitor categories: Research Scholars and Foreign Government Visitors. The regulations regarding these categories and the exchange visitor program in general can be found at 22 CFR 62.1 through 62.90.
       2. If a foreign national is visiting NASA as part of the NASA Exchange Visitor Program (J-1 Visa), the IVC shall coordinate with the sponsor to obtain requisite information and to ensure that the foreign national is part of an existing ISAA partnership.
       3. For a foreign national to be considered for the NASA Exchange Visitor Program, the host Center or Component Facility shall document its request (with appropriate justification) in a memo to the cognizant Mission Directorate or Mission Support Office at NASA Headquarters with a copy to the Export Control and Interagency Liaison Division, OIIR, and, in parallel, contact the IVC to enter the request for review. If the Headquarters Office endorses the request, OIIR will review for final approval. If approved in principle, OIIR will prepare an ISAA between NASA Headquarters and the foreign sponsoring entity (e.g., foreign space agency or foreign university) and, once executed, if all requirements associated with authorizing a J-1 Visa have been satisfied, the authorization will be issued, covering the period of the approved assignment.
       4. No NASA funding is provided to the foreign national under the NASA Exchange Visitor Program. All funding shall come from the foreign sponsor or from personal funds, and NASA will assess if the funds available are sufficient to sustain the individual for the period of the assignment. NASA provides office space and supplies and, if necessary and approved pursuant to NASA policies, computer and network access. The period of assignment for approved foreign national participants is generally from six months to three years. Foreign nationals from designated countries and all foreign national undergraduate students are ineligible for participation in the NASA Exchange Visitor Program.
    7. Foreign National Interns
       1. Foreign national interns shall only be allowed access to NASA facilities for 30 days or more if their presence is in support of a cooperative activity conducted under an ISAA, or a domestic SAA, contract, grant, or cooperative agreement with a U.S. institution. Foreign national interns may only support a NASA internship program approved by OIIR and the Office of Education.
       2. Access to NASA facilities and information systems by foreign national interns, for any amount of time, shall be subject to the same restrictions that apply to other foreign nationals.
       3. Foreign national interns shall be recorded in IdMAX and identified based on their educational status (e.g., undergraduate, graduate, etc.).

## Requirements Based on Visitor Attributes

* + 1. Dual Citizenship.
       1. If the foreign national has dual citizenship with the U.S. and a foreign country (including designated countries), identity proofing and vetting shall follow the processes for a U.S. citizen. Any physical access restrictions will be determined and agreed to by the CCPS and the sponsor/host.
       2. If the foreign national has dual citizenship for two foreign countries and one or both of those countries is a designated country, the identity shall be vetted as a foreign national from a designated country.
    2. Foreign nationals born in a designated country shall be identity vetted and credentialed as a foreign national from a designated country. Foreign nationals from countries designated by the Secretary of State as sponsors of terrorism are generally not eligible for access to NASA facilities pending review by OIIR and in accordance with the requirements of section 4.2.8.
    3. U.S. citizens employed by a foreign entity shall be treated as U.S. citizens for the purpose of identity proofing and vetting.
    4. U.S. persons, Lawful Permanent Residents (LPR) and protected individuals shall be treated as U.S. citizens for the purposes of identity proofing and vetting, granting of access, and escort requirements with the following exceptions:
       1. During identity proofing and vetting, LPRs shall be required to present a valid Permanent Resident Card (PRC) or Alien Registration Receipt Card (ARRC) (Form I-551), commonly known as a Green Card, to verify and establish LPR status. The Green Card will be verified through a SAVE check or other electronic verification.
       2. LPRs shall be issued credentials that identify them as an LPR with the same expiration date requirements as a U.S. citizen.

## Requirements Based on Credential Type

* + 1. Foreign nationals shall not be issued a PIV credential by default unless issuance of the PIV supports the foreign national’s access requirements.
    2. Except as noted below, all credentials issued to foreign nationals shall meet the requirements identified in Chapter 5, NASA Credentials.
    3. The expiration date of Agency Smart Badges issued to foreign nationals shall be set for a period not to exceed the earlier of three years from the card production request (CPR) generation date, agreement end date, or assignment end date. The CCPS may make a risk-based determination to issue Agency Smart Badges to foreign nationals with a three-year expiration based on his or her evaluation of relevant local conditions.
    4. Final authority for decisions regarding expiration dates shall rest with the IVC.

## Access Control Plans, Technology Transfer Control Plans, and Access Provisioning

* + 1. The sponsor and/or host shall ensure the foreign national understands any terms and conditions of the visit, as contained in the Access Control Plan (ACP) and/or Technology Transfer Control Plan (TTCP) in addition to the provisos and other restrictions of the visit listed in IdMAX.
    2. TTCPs will be managed in accordance with the requirements of NPR 2190.1, NASA Export Control Program and may be included as part of a foreign national’s identity record.
    3. TTCPs will be made available to the IVC, requester, host, or sponsor upon request.
    4. The ACP included in each foreign national’s identity record will identify all assets the foreign national may access.
    5. Access shall only be granted to vetted foreign nationals from designated and nondesignated countries consistent with the ACP and/or TTCP.
    6. The decision to grant physical and/or logical access to foreign nationals to NASA’s restricted areas, NASA critical infrastructure (NCI), personally identifiable information, sensitive or classified information, export-controlled data, and/or other restricted assets may require a higher level of identity proofing and vetting and/or additional access requirements due to the heightened risk of exposing these areas and data.
       1. Access requirements established by this NPR and other cognizant NPRs shall not preclude additional requirements regarding access to the Center, buildings, or other secured areas.

## Onsite, Offsite, and Virtual Meetings

* + 1. NASA conducts virtual and in-person meetings throughout the world in support of Space Act Agreements and International Partnerships or in support of establishing such agreements and partnerships. Meetings in support of these agreements and partnerships shall follow the requirements of this section.
    2. Participants in meetings will be identity proofed and vetted only to the degree required to be granted access and/or authorization to the facility, materials and information being discussed and shared in the meeting.
    3. Meetings, and known attendees, should be coordinated with the IVC, CEA, and CI/CT to the extent possible.
    4. In accordance with NPR 2200.2, the materials being presented at any meeting shall be reviewed and approved prior to the meeting to ensure compliance with export laws and regulations. It is the responsibility of the individual presenting the materials to ensure the materials have been reviewed and all participants in the meeting have been granted access and/or authorization to view the materials being presented.
    5. Meetings held which violate NASA policies related to foreign nationals will be treated as a violation of security requirements, per NPR 1600.1, and shall be reported as a security incident to the CCPS and the CEA.

## Visiting Center Request

* + 1. Foreign nationals shall be assigned a primary Center and granted access to the primary Center. The credential issued to the foreign national will specify the primary Center to which access is allowed.
    2. Access to Centers other than the primary Center shall not be allowed until a Foreign National Visiting Center request has been completed. The request will be reviewed and approved by the foreign national’s sponsor and/or host and the visiting Center’s IVC and CEA prior to the visit.
    3. Foreign National Visiting Center Requests shall be submitted 5 calendar days prior to the visit to allow sufficient time to review the request. Requests submitted less than 5 calendar days prior to the visit may not be approved.
    4. Foreign nationals issued NASA PIV Smartcards shall complete a Foreign National Visiting Center Request prior to visiting another NASA Center or facility.
    5. Centers approving Foreign National Visiting Center requests shall accept the identity proofing performed by another Center. Documentation authorizing the visit should be reviewed and updated as necessary to ensure affiliation and work authorization status is valid.
    6. Centers shall not modify the home Center when approving a Foreign National Visiting Center request.
    7. The Foreign National Visiting Center Request shall be reviewed by the Center IVC and CEA

## Annual Review

* + 1. All foreign nationals shall undergo an annual review that will include updates of identity information, access needs, identity source documentation, and investigation and database checks.
    2. The annual review date shall be based on the date the identity was authorized by the IVC. Annual reviews will be initiated within 1 year of the previous authorization date and submitted to the IVC for authorization no later than 10 days prior to 1 year from the previous authorization date or access may be suspended.
    3. Identity requesters shall monitor the annual review dates for foreign nationals under their purview and initiate annual reviews for those foreign nationals. The identity requester will coordinate with the foreign national to review all biographical information, upload any new identity documentation, and review provisioned assets. The identity requester will coordinate the annual review with the host and sponsor to verify work description and related information. The identity requester will notify the IVC the foreign national identity is ready for annual review.
    4. The annual review shall be approved by the foreign national’s sponsor and/or host and the IVC and CEA.
    5. SAVE checks shall be performed annually to determine continued positive standing of the foreign national. Visual Compliance checks are continuously run against the Visual Compliance database and negative results should be reviewed as they are received.
    6. NCHCs shall be run every 3 years or when a new credential is issued to the foreign national.

## Requirements for Logical Access

* + - 1. Foreign nationals with logical access shall be given access credentials commensurate with the level of identity proofing and vetting performed and the authentication requirements for access.
    1. Foreign national “limited privileged” access to IT systems shall be allowed only if the foreign national is onsite at a NASA Center, involved in a program under an ISAA, and the foreign national’s ACP and TTCP include that access. Notification of such access will be provided to the OCIO, or designee.. The sponsor will verify that an ISAA, ACP, and TTCP are in place and has accountability for ensuring the security of IT system data being accessed by the foreign national.
    2. Any foreign national having access to NASA logical assets shall provide a written certification that they fully understand and will adhere to NASA rules and regulations regarding the integrity and confidentiality of NASA data being accessed. This certification may be a completed NASA IT Security Training or a signed document signaling understanding of IT access requirements as outlined in NPR 2810.1. Either of these activities will satisfy the completion of the NASA IT Security Training requirement prior to the activation of IT access. Recertification will be required in accordance with NPR 2810.1.

# NASA Credentials

## Types of NASA Credentials

* + 1. NASA issues PIV Smartcards, Agency Smart Badges, Center-specific badges, and visitor passes (collectively referred to as NASA credentials). PIV Smartcards and Agency Smart Badges allow physical and/or logical access to NASA assets. Center-specific badges allow physical access to NASA assets and do not allow logical access. Visitor Passes validate a visit request but require presentation of a primary identity source document prior to being granted physical access.
    2. Logical-only access credentials and their usage are addressed by NPR 2841.1 and include, but are not limited to, username and password, hard tokens, and digital certificates.
    3. Each NASA credential or logical-only credential shall be bound to an established identity and undergo the appropriate registration, enrollment, and issuance process for that specific credential.
    4. All NASA credential templates shall be approved by the AIMO prior to their creation and utilization.
    5. NASA credentials shall be created utilizing the ICAM infrastructure, in compliance with NPR 2841.1 and this NPR.
    6. Persons holding a Federal PIV credential issued by another Federal entity or CAC issued by DoD and requiring access to NASA shall register their non-NASA PIV or CAC in the IdMAX system. If the non-NASA PIV or CAC does not work (i.e., unable to authenticate electronically) at the NASA Center and/or cannot be registered in IdMAX, an Agency Smart Badge may be issued to the individual to supplement their non-NASA PIV or CAC.

## NASA PIV Smartcard

* + 1. NASA PIV Smartcards shall be required for all NASA workers who have been deemed as needing routine and regular physical only, logical only, or both physical and logical access to NASA Centers, facilities, and IT systems and resources for a period exceeding 179 calendar days (beginning the first day of affiliation, regardless of work schedule) in a 365-day period and to whom issuance of a PIV does not represent a greater risk (e.g., interns affiliated for 180 days or more who have been submitted for an investigation but have no need for a PIV; individuals who do not need access to other NASA Centers or Federal facilities; additional cases as approved by the AIMO). The 179-day period begins the first day of affiliation and ends 179 calendar days later, regardless of the work schedule. If an individual’s affiliation extends for 180 calendar days in a 365-day period from the first day of affiliation regardless of the work schedule, the individual will be issued a NASA PIV credential. N.ASA PIV Smartcards will be issued to United States (U.S.) citizens and may be issued to foreign nationals.
    2. NASA PIV Smartcards shall be issued following the identity proofing, registration, and issuance processes defined in this document.
    3. NASA PIV Smartcards shall be issued only after favorable adjudication of an NCHC (also referred to as a fingerprint check) and submission of a background investigation, which will be a Tier I background investigation, at a minimum. Continued possession of the PIV Smartcard will be determined based on a credentialing determination of the returned background investigation.
    4. NASA PIV Smartcards shall have an expiration date set for a period of five and a half (5.5) years from the Card Production Request (CPR) generation date.
    5. NASA PIV Smartcards shall be accepted at all Centers for access to public areas within the NASA perimeter.
    6. NASA PIV Smartcards shall not be issued to individuals holding a Federal PIV credential issued by another Federal entity or CAC issued by DoD. Reserve military personnel who are full-time NASA employees or contractors are exempt from this restriction and may be issued a NASA PIV credential in addition to their DoD CAC.
    7. Physical Characteristics - The information on a NASA PIV credential exists in both visual printed and electronic forms. The NASA PIV credential shall be equipped with technologies that allow for physical access and logical access.

1. NASA PIV credentials contain the following security and distinguishable features on the front of the card:
   1. Holographic overlay.
   2. Smart chip.
2. NASA PIV credentials have the following printed in a vertical orientation on the front of the badge.
   1. The photograph of the applicant in the top left corner.
   2. The legal name of the applicant printed below the applicant photograph.
   3. Two badge expiration dates, one located in the upper right corner (MMM YYYY format) and the second to the right of the applicant photograph, below the Agency identifier and over the Agency logo (YYYYMMMDD format).
   4. The NASA Agency identifier logo, to the right of the applicant photograph and behind the affiliation, badge expiration, and NASA Agency identifier.
   5. The affiliation of the applicant, to the right of the applicant photograph and over the Agency logo.
   6. The NASA Agency identifier, to the right of the applicant photograph, below the affiliation, and over the Agency logo.
   7. The unique badge identification number, consisting of a three-digit Center code plus six unique digits, printed below the NASA Agency identifier and the affiliation color band.
   8. Solid color band, with an alphanumeric color indicator, across the middle of the badge, over the full name with the color determined by the affiliation of the badge holder.
3. NASA PIV credentials have the following printed horizontally on the back of the badge:
   1. The statement: “This credential is the property of the U.S. Government. Counterfeiting, altering, or misusing violates Section 499, Title 18 of the U.S. Code.”
   2. Return address.
   3. Applicant height.
   4. Applicant eye color.
   5. Applicant hair color.
   6. A 3x9 bar code of the unique badge identifier.
   7. Preprinted Agency card serial number.
   8. The PCI identification number consisting of a six-character department code, the Agency code for NASA, and a five-digit PIF number.

## Agency Smart Badge

* + 1. Agency Smart Badges are PIV-interoperable smartcards equipped with technologies that allow for physical and/or logical access that may be issued to any person who does not meet the requirements for a PIV (PIV-ineligible) and who needs unescorted access to a NASA Center and/or access to a NASA IT system. This includes NASA workers not exceeding the 179 day requirement, applicants awaiting their PIV, tenants on NASA Centers, foreign nationals in the U.S. for less than 3 years, foreign nationals unable to complete the Tier I investigation requirement, and individuals to whom issuance of a PIV represents a greater risk (e.g., interns affiliated for 180 days or more who have been submitted for an investigation but have no need for a PIV; individuals who do not need access to other NASA Centers or Federal facilities, additional cases as approved by the AIMO).
    2. Agency Smart Badges shall be issued following the identity proofing, registration, and issuance processes defined in this document.
    3. Agency Smart Badges shall be issued only after favorable adjudication of a completed NCHC.
    4. Agency Smart Badges shall have an expiration date set for a period not to exceed three years from the Card Production Request (CPR) generation date.
    5. The default expiration date of an Agency Smart Badge shall be 3 years.
    6. Agency Smart Badges shall only allow access to the Center at which they were issued.
    7. Agency Smart Badges issued for logical access only shall not be accepted for physical access to Centers.
    8. Physical Characteristics - Agency Smart Badges shall be printed horizontally so as not to be confused with or resemble the NASA PIV credential.

1. NASA Agency Smart Badges contain the following security and distinguishable features on the front of the card:
   1. Holographic overlay.
   2. Smart chip.
2. Agency Smart Badges will have the following printed in a horizontal orientation on the front of the badge:
   1. The photograph of the applicant in the top left corner.
   2. The legal name of the applicant printed below the applicant photograph.
   3. The NASA Agency identifier logo in the center of the badge.
   4. Two badge expiration dates, one located above the NASA Agency identifier (MMDDYYYY format) and one above the Agency logo (MMM YYYY format).
   5. The designation of the issuing Center, on the right side, below the smartcard chip.
   6. The unique badge identification number, above the NASA Agency identifier.
   7. Solid colored affiliation color band on the bottom of the badge based on the affiliation of the badge holder.
   8. The affiliation of the applicant, in the center of the solid colored affiliation color band.
3. Agency Smart Badges have the following printed horizontally on the back of the card:
   1. The statement: “This credential is the property of the U.S. Government. Counterfeiting, altering, or misusing violates Section 499, Title 18 of the U.S. Code.”
   2. Return address.
   3. Applicant height.
   4. Applicant eye color.
   5. Applicant hair color.
   6. A 3x9 bar code of the unique badge identifier.
   7. Preprinted Agency card serial number.
   8. The PCI identification number consisting of a six-character department code, the Agency code for NASA, and a five-digit issuing facility number.

## Center-Specific Badges

* + 1. Center-specific badges shall allow physical-only access to the issuing NASA Center.
    2. Center-specific badges may, at the discretion of the CCPS and based on a risk-based determination, documented as part of the permanent record, be issued to any person who needs non-electronic physical access to a NASA Center, does not need logical access, and does not qualify for a NASA PIV Smartcard or Agency Smart Badge. This may include seasonal interns, volunteers, construction workers, and others as approved by the AIMO. Escort requirements for individuals with a Center-specific badge will be included in the risk-determination made by the CCPS.
    3. Center-specific badges shall be issued following the identity proofing, registration, and issuance processes defined in this document.
    4. Center-specific badges shall be issued only after favorable review of an NCHC, at a minimum.
    5. Center-specific badges shall have an expiration set for a period not to exceed the earlier of the agreement end date or 3 years from the date of issuance.
    6. Center-specific badges shall only allow access to the Center at which they were issued.
    7. Physical Characteristics – Center-Specific Badges shall be printed vertically and with design characteristics which do not cause confusion with or resemble the NASA PIV smartcard or Agency Smart Badge.

1. The photograph of the applicant.
2. The legal name of the applicant.
3. The name of the issuing Center (Center name may be common abbreviation, e.g., ARC, AFRC, etc., as appropriate).
4. The full badge expiration date if the badge will be used for physical access.

## Visitor Passes

* + 1. Visitor passes shall allow non-electronic physical-only access to the issuing NASA Center when presented along with a NASA-approved identity source document.
    2. NASA visitor passes may be issued to visitors requiring non-electronic, escorted physical-only access to a NASA Center.
    3. Visitor passes shall be issued only after review and inspection of a primary NASA-approved identity source document. A second NASA-approved identity source document may be required at the discretion of the CCPS.
    4. Visitor passes may be issued without fingerprint capture.
    5. Centers may require additional vetting (e.g., NCIC or NCHC) prior to issuance of a visitor pass.
    6. Visitor passes shall have an expiration set for a period not to exceed 29 days from the date of issuance.
    7. Visitor passes shall only allow access to the Center at which they were issued.
    8. Physical Characteristics – Visitor passes shall not be printed to resemble the NASA PIV smartcard or Agency Smart Badge. Visitor passes will utilize an Agency template from EVAMS and contain the following as minimum criteria:

1. The legal name of the applicant.
2. The full name of the issuing Center.
3. The full badge expiration date.

## Derived PIV Credentials

* + 1. The Derived PIV Credential is an additional common identity credential under Homeland Security Presidential Directive-12 and Federal Information Processing Standards (FIPS) 201 that is issued by NASA, primarily for mobile authentication.
    2. Derived credentials shall be issued by NASA following the processes established in FIPS 201 and NPR 2841.1, or other NPR established by the OCIO for derived credentials.

## Additional Characteristics

* + 1. Visual Color Coding for Affiliation Type - NASA PIV and Agency Smart Badges shall use colored markings on the badge to identify the affiliation of the badge holder. NASA PIV credentials use a color band through the name of the applicant, and Agency Smart Badges use a band on the bottom of the credential and include the affiliation. The band will include a single capital letter identifying the color in the band (e.g., “G” for green), located within a white circle with a black outline on the right of the band. The purpose of the letter is to assist individuals with visual impairment in recognizing the color.
    2. Contractors at NASA JPL who are U.S. citizens shall have a solid silver color below the green contractor color band.
    3. IPA employees shall include the label “IPA” in black letters on the front of the badge.
    4. Press corps and media shall include the label “PRESS” printed vertically down the right side of the Agency Smart Badge or Center-specific badge.
    5. Emergency Response Officials (ERO) Credentials
       1. The ERO designation shall only be applied to NASA PIV credentials.
       2. ERO credentials shall contain a red strip containing the words “Emergency Response Official” at the bottom of the badge.
       3. ERO credentials shall include, on the back of the credential, text stating “After credential verification, the EMERGENCY RESPONSE OFFICIAL should be given access to controlled areas.”
       4. ERO credentials shall only be issued to those individuals performing a role identified in NPR 8715.2, NASA Emergency Management Program Procedural Requirements. These roles include, but are not limited to, Center and facility emergency and disaster response personnel, NASA and OIG sworn law enforcement officials, Continuity of Operations (COOP) personnel, Continuity of Governance (COG) personnel, and personnel in the Emergency Relocation Group (ERG), and personnel deployed to support the NASA National Response Framework (NRF) Emergency Support Function (ESF) Annexes.
       5. ERO credentials shall only be issued to those individuals who have completed the requisite training established for that specific role in NPR 8715.2.
    6. Foreign National Credentials
       1. Foreign national badge characteristics shall take precedence over all other affiliation characteristics.
       2. Foreign national badges shall have a light blue color border around the applicant photo.
       3. Foreign nationals requiring escort will be recognized by red lettered “ESCORT ONLY” across the middle of the badge.
       4. International Partners shall have a flag of the applicant’s country of citizenship in the lower right corner of the badge.

## Digital Characteristics

* + 1. The digital data stored on the NASA credential supports physical and/or logical access use, encryption, and signing capability and provides security and authentication protection for the credential and credential holder.
       1. Card Holder Unique Identifier (CHUID) - The CHUID is used by access control applications and is the only data that is accessible through both the contact and contactless interfaces. Applications can read this data without any action from the badge holder. The CHUID is composed of the following data elements which shall not be modified during post-issuance updates:

1. Federal Agency Smart Credential Number (FASC-N).
2. NASA Agency code.
3. System code identifying the original issuing Center.
4. A credential number.
5. Credential holder’s Uniform Universal Personal Identification Code (UUPIC).
6. Expiration date.
   * + 1. Digital certificates for card authorization key (CAK), authentication, signing, and encryption are encoded to the smartcard in accordance with FIPS 201 and FIPS 140.
       2. Biometrics (typically fingerprints of the right and left index fingers) are stored as minutiae templates that represent a specific biometric but cannot be reverse engineered to recreate an image of that biometric.
       3. Digital Representation of Printed Information - Certain items printed on the front and back of the card are stored on the smartcard as a security and authentication measure, including name, affiliation, organization, badge expiration date, Agency card serial number, and issuer identification.
       4. Photograph - The facial image used in creating the photo printed on the front of the badge is stored in the badge. A facial image is required, and obscuring headwear may not be worn for the photograph.
       5. The PIN is used to secure and protect the electronic data stored on the PIV credential. The PIN is used by the PIV credential holder to allow applications to access data and as part of the authentication process. It is stored in a secure section of the smart card, separate from the rest of the PIV credential digital data. All PIV credential data, with the exception of the CHUID, require the PIV credential holder to enter their PIN before an application can either access or use the data. The PIN is a minimum of a six-digit number selected by the credential holder and written to the credential during finalization. It shall not be stored in any system and should not be written down or otherwise recorded by the credential holder or any other person. The credential is automatically locked after no more than 15 consecutive tries of entering an invalid PIN. Credential PIN reset details and requirements for resetting a PIN are identified in Section 6.7, Credential PIN Reset.

## The Uniform Universal Personal Identification Code (UUPIC)

* + 1. UUPIC Number / Employee Number - A UUPIC is a component of NASA Identity Management that uniquely identifies a NASA identity.  The Identity Management system is managed by OPS, working in concert with the OCIO and the Office of the Chief Human Capital Officer (OCHCO), to ensure proper functioning, assignment, use, and protection of the UUPIC.
    2. UUPIC Characteristics - UUPICs shall only be issued through the population of seed data (name, unique identifier (SSN, foreign national visitor number, etc.), and date of birth) into the UUPIC repository. This information is required for all NASA identities including, but not limited to, civilians, contractors, partners, and remote IT system users that require a NASA identity.  Any request for a UUPIC will be initiated via an approved identity creation workflow method.  The reliable assignment of the UUPIC to persons uses at least two unique attributes, in addition to name attributes, from approved identity source documents.  The ICAM database is the authoritative source of the UUPIC numbers.  UUPIC numbers will be issued in random sequence, consistent with NASA policy, and will meet the following requirements:

1. Be a nine-digit numerical code without any significance as to the characteristics of the individual.
2. Be treated as a string to preserve UUPICs with leading 0s.
3. Cannot be created or derived based on other data contained in the UUPIC application.
   * 1. UUPIC Usage - The UUPIC shall serve as a replacement for the SSN by providing a unique identifier that can serve as a data point across NASA information systems.  The UUPIC may not be used as a login identifier or user account name for any information systems, databases, Web sites, etc.  The UUPIC may be available to NASA employees for lookup and may be used for positive identification of individuals within NASA information systems.  The UUPIC may not be used for purposes other than those described in this policy without the concurrence of OPS.  With the exception of account initiation in IdMAX, use of the UUPIC for any identification purposes outside those needed for positive identification of individuals across and only within information systems is prohibited without the consent of OPS.  The UUPIC may never be posted on any Internet accessible Web site.  Any deviation from this policy will be coordinated with OPS through OCIO in advance.  Requests for a UUPIC will be initiated via the approved NASA on-boarding workflow for civil servants and contractors.  UUPIC numbers are stored internally along with the first, middle, and last names and other information necessary to uniquely associate the UUPIC with a person.

# Credential Lifecycle Management

## General Credential Management

* + 1. Ownership. A credential is not personal property but is the property of the U.S. Government. All personnel shall be responsible for adhering to the following requirements:

1. Appropriately safeguarding issued credentials.
2. Immediately reporting the loss or false use of a credential.
3. Challenging noncredentialled personnel.
4. Notifying the proper authority of a name change.
5. Properly displaying a credential when on NASA property.
6. Surrendering a credential upon resignation, retirement, or the direction of the issuing authority.
   * 1. Reciprocity. PIV credentials issued by other Federal Government departments and agencies or CACs issued by DoD shall be accepted for the purpose of establishing the identity of the individual and as a credential for access when credential registration is successful.
     2. Misuse. Forging, falsifying, or allowing misuse of a credential or other forms of NASA identification in order to gain unauthorized access to NASA physical and logical resources is punishable under 18 U.S.C. 799 by fine or imprisonment for not more than one year, or both, and may further result in termination of employment and access to NASA resources.
     3. Production. Credentials shall only be produced by approved personalization service providers or at Centers using approved production processes.
     4. Delivery. Unprinted or unfinalized credentials shall be shipped directly to a Center by the credential manufacturer. The PIF Manager or other appropriate authority will designate a point of contact that is responsible for receipt of, signing for, and inventory and storage of credential stock.
     5. Stock protection. Credential stock will be accessible only by authorized personnel and maintained in a secure manner, pursuant to Section 6.2, Credential Inventory, Storage and Handling. Credential stock will be monitored through the use of a log which includes, at a minimum, the date of check in, the date of check out, and the name of the person(s) performing the credential stock check-ins or check-outs.

## Credential Inventory, Storage and Handling

* + 1. Credential stock, including credentials yet to be issued and returned credentials, shall be stored using the following minimum requirements:

1. Properly identified and treated as “controlled material” for inventory.
2. Segregated from classified materials, firearms, ammunition, or currency.
3. Stored in a secure area protected by the enterprise physical access control system (EPACS).
   * 1. Credentials which are lost, stolen, or unaccounted for while in storage shall be reported immediately to the PIF manager after discovery. Credential details, including credential identification numbers and status, will be reported to the ICAM credentialing team within 24 hours of discovery in order to update the card management system. The PIF manager will forward a report outlining all pertinent facts to the AIMO no later than two days after receiving reports of the lost, stolen, or unaccounted for credentials.
     2. Defective credentials shall be identified, reported, and delivered to the core technical team. The issuance official will record the defective credential identification number and the defective status in the credential storage log. A new credential will be created following Sections 3.3.8, Step 6: Credential Production.
     3. All credential encoding failures shall be reported to the ICAM credentialing team within five days of discovery and include the identification number, failure description, and any other pertinent information.

## Credentialing Determinations

* + 1. All credentialing determinations shall adhere to the adjudication principles found in NPR 1600.3.
    2. The authorizer shall make a credentialing determination of favorable or unfavorable based on the results of the database check, background investigation or continuous evaluation information.
    3. A credentialing determination may occur at any time during the issuance process or after the issuance process has been completed and should be completed within 90 days of receiving the results of the database check, background investigation or continuous evaluation information.
    4. When a favorable credentialing determination is made, the applicant’s record shall be updated to reflect a favorable credentialing determination and the background investigation indicator in the credential data model will be set to indicate background investigation completion.
    5. When an unfavorable credentialing determination is made, the applicant’s record shall be updated to reflect an unfavorable credentialing determination and the credential will be suspended and confiscated. The sponsor will be notified of the denial decision.
       1. The credential holder shall be provided the opportunity to appeal an unfavorable credentialing determination, pursuant to NPR 1600.3.
       2. If the credential holder does not appeal, if the appeal is denied, or if the result of the appeal is an unfavorable credentialing determination, the credential shall be revoked.
       3. If the result of the appeal is a favorable credentialing determination, the credential shall be reactivated and returned to the credential holder and the actions in section 6.3.4 shall be applied.

## Credential Usage: Display, Protection, and Proper Usage

* + 1. NASA shall provide an electromagnetically opaque badge holder to physically protect the credential and electronically protect the information contained in the credential. Other holders found on the approved products list may be purchased by a Center at their discretion. Such holders are the responsibility of the purchasing Center to ensure that they are electromagnetically opaque.
    2. Credentials shall be properly displayed and worn at all times while the bearer is on a NASA Center or component facility. Credentials will be worn above the waist on the outermost garment with the photograph visible.
    3. The use of a permanent-type symbol or the affixing of any device (e.g., tenure pin, decals, etc.) on a PIV Smartcard or Agency Smart Badge (or any alteration or modification thereof) shall not be allowed.
    4. The punching of holes or any alteration that affects the integrity of a PIV Smartcard or Agency Smart Badge shall not be allowed.
    5. Access to non-public areas within a NASA Center perimeter may be accessed using NASA PIV Smartcards and Agency Smart Badges and will be handled on an as-needed basis in compliance with the policies established by that Center for access to facilities.
    6. The visitor pass shall only be valid for the term issued, pursuant to section 5.5, Visitor Passes. The visitor pass will be returned at the end of the visit.
    7. For logical access, smartcard credentials shall be placed in a card reader so the credential can be authenticated. Additional credential usage and permission requirements related to logical access are established in the Subscriber Agreement, provided to and signed by the applicant for:

1. Authorized uses of the credential.
2. Authorized uses of the PKI certificates and services provided with the credential.
3. Additional usage requirements for logical access credentials are established in NPR 2810.1.
   * 1. For physical access, the credential shall be placed in proximity to the card reader so the credential can be authenticated. The credential may need to be removed from the badge holder and held directly to the card reader for authentication. For certain multi-factor physical access, the credential will be inserted into the card reader and a PIN and/or biometric provided.

## Credential Renewal

* + 1. Credential renewal shall occur prior to credential expiration and facilitate replacement of the credential without the need to repeat the full enrollment and reissuance procedures described in section 3.3, Enrollment and Issuance Procedures unless the existing enrollment is no longer valid.
    2. Credential holders may apply for a renewal prior to the expiration date on their PIV credential, as allowed by IdMAX.
    3. The renewal request shall be coordinated with the sponsor, who ensures personnel records are accurate and current before the issuance of a new credential.
    4. A biometric match of the credential holder’s fingerprints shall be performed prior to the collection of new biometrics.
    5. New biometrics shall be collected as described in section 3.3.6, Step 4: Enrollment Process.
    6. The old and/or expired credential shall be collected and destroyed at the time of renewal issuance pursuant to section 6.14, Credential Destruction.
    7. The authorizer shall approve the renewal and coordinate the request for a new background investigation to be performed, in accordance with NPR 1600.3.
    8. If a renewal is in process and enrollment of new biometrics is not completed prior to the credential expiration, then the credential shall be re-issued as described in Section 6.6, Credential Re-issuance.

## Credential Re-issuance

* + 1. The old credential shall be revoked, pursuant to Section 6.8, Credential Revocation when the credential:

1. Has passed its expiration date without a renewal occurring.
2. Has been compromised.
3. Is lost, stolen, or damaged.
4. Requires a change in printed information (name change, citizenship change, etc.).
5. Card holder’s status or affiliation changes.
   * 1. NASA PIV credentials shall not be re-issued for an individual transferring from one Center to another Center.
     2. The applicant shall undergo the entire enrollment and issuance process, in accordance with section 3.3, Enrollment and Issuance Procedures.
     3. Credential holders who have officially changed their name shall submit a request for a reissuance of their credential. The credential holder will be required to reenroll and provide approved identity source documentation that reflects the legal name change prior to enrollment occurring and issuance of the new credential.

## Credential PIN Reset

* + 1. Credentials that are disabled or locked-out due to a maximum of 15 consecutive invalid PIN entry attempts shall have their PIN reset. It is the responsibility of the credential holder to arrange for a PIN reset to occur.
    2. Biometric verification of the applicant’s biometrics to the biometrics stored on the card shall occur prior to the PIN being reset.
       1. If the biometrics cannot be matched after 3 tries or the fingerprints are unclassifiable, the applicant will be required to provide a primary identity source document to the enrollment official, or other designated official, who will compare the photographs on the credential, in the identity source document, and on the screen within the credential management system to confirm the identity of the individual. Once the identity is confirmed, the enrollment official will assist the applicant to perform a PIN reset.
    3. PIN reset shall not require the reissuance of a credential.

## Credential Revocation

* + 1. Credentials shall be revoked under the following conditions:

1. Change in need for access.
2. Termination of employment, both voluntary and involuntary.
3. Unfavorable credentialing decision based on results of a background investigation or continuous evaluation.
4. Administrative action.
5. Death of the credential holder.
   * 1. Revocation of a credential shall result in the following:
6. The credential holder’s relationship shall be set to “inactive.”
7. The credential shall be returned and terminated.
8. Notification shall be provided to the sponsor, and other appropriate personnel, of the credential revocation.

## Lost and Stolen Credentials

* + 1. Lost and stolen credentials shall be reported to the Center PIF Manager immediately after discovery of the loss/theft. The lost/stolen credential will be suspended in accordance with section 6.11, Credential Suspension. If the credential is not reported found within 24 hours the credential will be revoked and/or disabled, cancelling all certificates and access privileges of that card. The identity of the credential holder itself will remain active, as only the card is disabled.
    2. The credential holder shall, within three business days of reporting the loss/theft, appear in person at the badging office to verify loss/theft of the credential and be issued a new credential. The credential holder will be required to undergo a credential re-issuance per section 6.6, Credential Re-issuance.
    3. It is the responsibility of NASA Centers to establish policy for the handling of multiple lost and stolen credentials. Centers may adopt one of the below methods for managing credential holders who report their credential as lost or stolen on multiple occasions. The following list is not comprehensive, and additional methods may be chosen by the Center:

1. Allow for the replacement of two credentials after which the credential holder will undergo awareness training for each subsequent lost credential prior to receiving the credential.
2. Implement a lost/stolen credential form which requires signature of the credential holder’s manager, sponsor, or other appropriate individual(s).

## Forgotten Credentials

* + 1. The credential holder will appear at the badging office to request a temporary replacement credential/pass for physical access.

## Credential Suspension

* + 1. Suspended credentials shall be immediately disabled and all related access, both physical and logical, shall be disabled.
    2. Credentials shall be set to “suspended” and temporarily disabled in situations where the credential is at risk such as when the credential has been forgotten or misplaced and is no longer in the possession of the credential holder. Lost or stolen credentials will be handled pursuant to section 6.9, Lost and Stolen Credentials.
    3. Credentials shall be set to “suspended” and temporarily disabled in situations where the credential holder presents a significant risk to the Agency (e.g., threat made by the credential holder against another person).
    4. Credentials, and all related access, that have been suspended may be re-enabled or revoked in accordance with those processes and requirements.

## Credential Return

* + 1. Cardholders shall return credentials to NASA once an individual’s affiliation with NASA has ended. Credentials should be returned to the issuing authority no later than the last day of association with NASA. The issuing authority will be responsible for recording receipt of the credentials that are returned and properly storing the credentials until destruction. Credentials are not allowed to be kept as souvenirs.
    2. Credentials may be placed in the mail for return to OPS at NASA Headquarters.
    3. The responsibility of credential return oversight is:

1. HR for NASA civil servant.
2. Contract program manager for contractors.
3. Grant technical official for grantees.
4. The requester or sponsor for all other identities.

## Credential Termination

* + 1. Credentials returned to the badging office that do not meet any of the requirements previously established in this chapter and are to be terminated shall have all data, certificates, and access privileges invalidated, revoked, and/or disabled. Credentials that are to be terminated will have their status set to “terminated,” and a reason will be supplied for the termination. Deactivation of a credential and associated identity, if necessary, will be completed within 18 hours of notification of the need for credential termination. Terminated credentials will be destroyed following the requirements in section 6.14, Credential Destruction.

## Credential Destruction

* + 1. Credentials meeting the following criteria shall be destroyed:

1. Expired credentials.
2. Credentials discovered or located after being declared lost or stolen.
3. Credentials that are damaged.
4. Terminated credentials.
5. Revoked credentials.
   * 1. Credentials shall be thoroughly destroyed using heavy-duty crosscut shredders that are capable of smart card destruction, by depositing into a burn bag for burning, or by another method meeting National Security Agency compliant destruction procedures.

Appendix A: Definitions

Access – With regard to NASA assets, the explicit granting of permission to enter and/or use NASA facilities, interact with NASA personnel, and/or use NASA information and related information processing services.

Access Control – The process of granting or denying specific access requests.

Access Control Plan (ACP) – For a program, project, or foreign national, the assets to which that foreign national may request access. An ACP may be supplemented by a TTCP.

Accreditation – Formal declaration by a Designated Approving Authority (DAA) that an IT system is approved to operate in a particular security mode for the purpose of processing classified national security information (CNSI), using a prescribed set of safeguards. Accreditation Authority is synonymous with DAA.

Adjudication – A fair and logical Agency determination, based upon established adjudicative guidelines and sufficient investigative information, as to whether or not an individual’s access to classified information, suitability for employment with the U.S. Government, or access to NASA facilities, information, or IT resources is in the best interest of national security or efficiency of the U.S. Government.

Affiliation – The official relationship between an individual or group of individuals and NASA, most commonly established through a Space Act Agreement (i.e. international partner), contract (i.e. contractor), grant (i.e. grantee), or other official agreement (e.g. Federal employee, intern, etc.).

Asset – A system, object, data, resource, technology, facility, or any combination thereof that has importance or value to NASA; includes but is not limited to NASA Centers and facilities, NASA information systems and/or data, contracts, property, records, unobligated or unexpended balances of appropriations, and other funds or resources.

Authentication – (1) The validation and confirmation of a person’s claim of identity. (2) The validation and identification of a computer network node, transmission, or message. (3) The process of establishing confidence of authenticity. (4) Verifying the identity of a user, process, or device, often as a prerequisite to allowing access to facilities and information systems.

Authorization – The privilege granted to a subject (e.g., individual, program, or process) by a designated official to do something, such as access information based on the individual’s need to know.

Background Investigation – The process of looking up and compiling criminal records, commercial records, and financial records of an individual.

Badge – See definition for Credential. A physical credential with visual elements that enable an authorized person (e.g., security officer) or device (e.g., smartcard reader) to grant access using a NASA-approved authentication mechanism.

Center Chief of Protective Services (CCPS) –The senior Center Protective Services Office official who is responsible for management of the Center security program.

Certification – A formal process used by the certifying official to ensure that an individual has met all established training requirements as necessary to perform their security responsibilities.

Child (Children) – Any person between the ages of 2 and 13.

Component Facilities – NASA-owned facilities not located on any NASA Center (e.g., Michoud Assembly Facility, Wallops Flight Facility, White Sands Test Facility, and NASA IV&V).

Contractor – For the purpose of this NPR, any non-NASA entity or individual working on a NASA installation or accessing NASA IT for an employer which has been contracted by NASA to perform work.

Controlled Unclassified Information (CUI) – previously Sensitive but Unclassified Information (SBU). Information that the United States government creates or possesses that is sensitive and important enough to require safeguarding or dissemination controls. CUI is not classified, but it cannot be released to the public without further review and will be limited to those with a lawful government purpose.

Credential – A physical/tangible or electronic object through which data elements associated with an individual are bound to the individual’s identity. Credentials utilize NASA-approved authentication mechanisms to grant physical and/or logical access to assets.

Credentialing Determination – Following the adjudication guidelines established by the Federal government, a decision to issue a credential based on the results of any database checks or background investigations.

Designated Country – A country with which the United States has no diplomatic relations, a country determined by the Department of State to support terrorism, a country under Sanction or Embargo by the United States, and/or a country of Missile Technology Concern. A current list of NASA designated countries can be found in IdMAX or on the OIIR webpage at <https://oiir.hq.nasa.gov/nasaecp>.

Employee – Individual who is hired or contracted by NASA to perform specific tasks or duties in exchange for compensation.

Enterprise Visitor Access Management System (EVAMS) – NASA's authoritative data system for standardized visitor data collection, hardware, reporting, and auditing.

Escort (verb) - Physical presence by an approved individual maintaining operational control (maintaining line of sight, speaking distance, etc.) of the visitor and the visitor’s activities while on the Center and in buildings. Escort begins the moment the visitor checks in and ends the moment the visitor is checked out. Due to space constraints in the visitor lobby or parking area, Centers may designate specific locations (e.g., parking lots) to and from which visitors may travel without the physical presence of an escort (person).

Escorts (noun) – Trained and designated holders of a NASA PIV, DoD CAC, or other Federal agency PIV that has been registered in IdMAX.

Exception – The approved continuance of a condition authorized by the AA for OPS that varies from a requirement and implements risk management on the designated vulnerability.

Foreign National – Any person who is not a U.S. citizen or U.S. person (lawful permanent resident or protected individual).

Foreign National from a Designated Country – A foreign nationals who is a citizen of or who was born in a designated country. This may include foreign nationals residing in, having travelled through, or travelled from a designated country.

Grant Recipient – Organization (i.e., universities, nonprofits, etc.) that has received a Federal award (grant or cooperative agreement) directly from NASA to carry out an activity under a NASA program.

Identity – The set of attributes that uniquely identify an individual for the purpose of gaining logical and physical access to protected resources and identification in electronic transactions.

Identity Proofing – The process for providing sufficient information (e.g., identity history, credentials, and documents) to an enrollment officialwhen attempting to establish an identity or issue a credential.

Identity Source Document – A NASA-approved document used to verify aspects of a person’s identity. The list of NASA-approved identity source documents can be found in the ICAM Portal.

Identity Verification – The process of confirming or denying that a claimed identity is correct by comparing the credentials (something you know, something you have, something you are) of a person requesting access with those previously proven and stored in the credential or system and associated with the identity being claimed.

Identity proofing and vetting – A review of information about a person for possible approval or acceptance. In this document, a vetted person has been reviewed to determine eligibility for access to NASA physical and/or logical assets.

Infant – Any person under the age of 2.

Intermittent Access – Any physical and/or logical, non-continuous access not exceeding 180 cumulative days in a 365-day period.

Intern – Any individual taking part in a NASA internship program pursuant to an active SAA as approved by the Office of Education (OE), Office of Science, Technology, Engineering, and Math (OSTEM). For foreign national interns, participation will only be through the NASA International Internship program, International Space University cooperation, or other foreign national internship program overseen by OE with support from OIIR.

International Partners – Foreign entities or persons who are involved in a particular international program or project under an International Space Act Agreement (ISAA).

Lawful Permanent Resident (LPR) – An individual defined by 8 U.S.C. 1101(a)(20) or who is a protected individual as defined by 8 U.S.C. 1324b(a)(3). A foreign national, legally permitted to reside and work within the U.S. and issued the Permanent Resident Card (PRC) or Alien Registration Receipt Card (ARRC) (Form I-551), also known as a Green Card. LPRs may be employed in the Federal sector for specific needs or under temporary appointments per 5 CFR, Part 7, Section 7.4). LPRs may not be granted access to classified national security information (CNSI). LPRs are not prohibited from accessing export-controlled commodities but still require a work-related “need-to-know” and are still considered foreign nationals under immigration laws. Replaces the term “Permanent Resident Alien (PRA).”

Limited privileged access – Granted to a user to use system-level commands and files to bypass security controls for part of a system.

Logical Access – Access to information records, data, and information technology systems and applications.

Long-Term – Any physical and/or logical access for a period exceeding 180 calendar days in a 365-day period.

Minor – Any person between the ages of 13 and 18.

NASA Worker – Persons granted access to NASA who directly support the mission and goals of NASA and/or are compensated by NASA (e.g., Federal civil servants and contractors).

National Criminal History Check (NCHC) – A background check procedure performed by the FBI Criminal Justice Information Services Division. This check returns a listing of certain information taken from fingerprint submissions retained by the FBI in connection with arrests and, in some instances, Federal employment, naturalization, or military service. If any results related to an arrest are found, the results will include the name of the agency submitting the fingerprints to the FBI, the date of the arrest, the arrest charge, and the disposition of the arrest, if known to the FBI. Commonly referred to as an identity history summary check or fingerprint check.

National Crime Information Center (NCIC) – A background check procedure performed by the FBI. This check involves a search of the records stored in the FBI Central Records System Universal Index for any appearance of the name, as well as close phonetic variants and permutations of that name. If any occurrences of the name are found, relevant paper and electronic files are retrieved from local FBI offices and from other law-enforcement agencies and analyzed. Commonly referred to as a name check, name query, or name search.

Non-NASA Worker – Persons granted access to NASA who conduct independent work or participate in activities not directly for the benefit or consumption of NASA (e.g., tenants, researchers using computational hours on a NASA supercomputer, members of a social club, carpool participants, etc.).

Operational Control – With regard to escorting, maintaining line of sight, speaking distance, etc. of the escorted individual at all times.

Privileged Access – Access granted to a user so that files, processes, and system commands are readable, writable, executable, and/or transferable. This allows a user to bypass security controls.

Protected Persons – A non-U.S. citizen allowed into the country under “refugee,” “displaced person,” and “religious or political” persecution status.

Protocol Visit – Previously High-Level Protocol Visit (HLPV). Any visit sponsored by OIIR or the Center protocol office or equivalent office or organization at the Center.

Revocation – The removal of an individual’s eligibility to access physical or logical assets based upon a credentialing decision that continued access poses a risk to the Agency.

Risk-Based Determination – An official acknowledgement by a management official that they accept the risk posed by not implementing a recommendation or requirement, designed to reduce or mitigate the risk.

Risk Management – A means whereby NASA management implements select measures designed to reduce or mitigate known risks.

Short-Term – Any physical and/or logical access for a period of up to but not exceeding 179 calendar days in a 365-day period.

Smartcard – Credential issued with an individual’s unique vetted identity information encoded and physically printed on the exterior and with embedded integrated circuits which can process data.

Student – This term has been deprecated from this policy.

Supervision - Awareness of a visitor’s presence and location and accountability for the actions performed by the visitor while at a NASA Center or facility.

Technology Transfer Control Plan (TTCP) – A document which details the export controlled items and foreign persons involved in an activity and what mechanisms exist for the transfer and marking of export controlled items. The TTCP supplements the foreign national’s ACP. Refer to NPR/NAII 2190.1 for additional information.

Tenant – Any individual or organization not affiliated with NASA who occupies land or property within the NASA perimeter.

Tier I Background Investigation – The minimum background investigation required for all long-term NASA workers. This investigation includes checks of claimed identity information (date and place of birth, citizenship/status, and social security number), criminal history (law enforcement agencies), military service (conduct and discharge), educational history, employment history, Federal debt, terrorism, conduct, alcohol abuse, and drug use/involvement.

Tour – A subset of visit; a guided excursion, generally offered to the general public, by which escorted access is granted to non-public areas of interest on a Center.

Transient – A person (i.e., construction worker, club member, childcare drop off/pickup, delivery driver, retiree, Center transit, and others requested by Center Chiefs of Protective Services/Security and approved by the AIMO) who requires intermittent access.

U.S. Citizen (U.S. National) – As defined by 8 U.S.C. Chapter 12, Subchapter III and in Parts I and II, any individual having been born in the United States or certain territories or outlying possessions of the United States and subject to the jurisdiction of the United States; born abroad to a parent or parents who were citizens at the time of birth while meeting certain other requirements; or granted citizenship after fulfilling the requirements necessary to be granted naturalization.

U.S. Person (non-U.S. Citizen) – For the purpose of implementing protection and accountability under the International Traffic in Arms Regulations (ITAR); a person who is an LPR as defined by 8 U.S.C. 1101(a)(20) or who is a protected individual as defined by 8 U.S.C. 1324b(a)(3).

Visa – Issued by the Department of State, a visa indicates eligibility to seek entry to the United States for a specific purpose. Admission to the U.S. for a specified status and duration is controlled by Department of Homeland Security Customs and Border Protection inspectors.

Visa Waiver – The Visa Waiver Program (VWP) allows citizens of participating countries to travel to the United States without a visa for stays of 90 days or less, when they meet all requirements, per Department of State rules and regulations. Travelers must be eligible to use the VWP and have a valid Electronic System for Travel Authorization (ESTA) approval prior to travel.

Visit – Any means by which, and any duration for which, access is obtained to non-public NASA assets.

Visitor – Any person who needs non-electronic, escorted or supervised physical-only access to a NASA Center or facility and no logical access, except guest wireless as allowed by the Center, for a period of less than 30 calendar days in any single visit, and not more than a cumulative total of 29 calendar days in a 365-day period (e.g., members of the public on a public tour or watching a public launch, family members visiting a worker or non-NASA worker, vendor delivering or replacing equipment or supplies).

Waiver – The approved continuance of a condition authorized by the AA for OPS that varies from a requirement and implements risk management on the designated vulnerability.

Appendix B: Acronyms

|  |  |  |
| --- | --- | --- |
| AA | Associate Administrator | |
| ACP | Access Control Plan | |
| AIMO | Agency Identity Management Official | |
| ARRC | Alien Registration Receipt Card | |
| ASB | Agency Smart Badge | |
| CA | Certification Authority | |
| CAC | Common Access Card | |
| CCPS | Center Chief of Protective Services | |
| CEA | Center Export Administrator | |
| CHUID | Cardholder Unique Identifier | |
| CI/CT | Counterintelligence/Counterterrorism | |
| CISA | Counterintelligence Special Agent | |
| CISO | Chief Information Security Officer | |
| CNSI | Classified National Security Information | |
| COG | Continuity of Governance | |
| COOP | Continuity of Operations | |
| COR | Contracting Officer’s Representative | |
| CPR | Card Production Request | |
| CUI | Controlled Unclassified Information | | |
| DAA | Designated Approving Authority | |
| DAO | Designated Authorizing Official | |
| DoD | Department of Defense | |
| EO | Executive Order | |
| EPACS | Enterprise Physical Access Control System | |
| E-QIP | Electronic Questionnaire for Investigation Processing | |
| ERG | Emergency Relocation Group | |
| ERO | Emergency Response Official | |
| ESF | Emergency Support Function | |
| ESTA | Electronic System for Travel Authorization | |
| EVAMS | Enterprise Visitor Access Management System | |
| FAR | Federal Acquisition Regulation | |
| FASC-N | Federal Agency Smart Credential Number | |
| FBI | Federal Bureau of Investigation | |
| FFRDC | Federally Funded Research and Development Center | |
| FICAM | Federal Identity, Credential, and Access Management | |
| FIPS | Federal Information Processing Standards | |
| FNAM | Foreign National Access Manageement | |
| GIC | Grant Information Circular | |
| HEA | | Headquarters Export Administrator | |
| HLPV | High-Level Protocol Visit | |
| HSPD | Homeland Security Presidential Directive | |
| ICAM | Identity, Credential, and Access Management | |
| IdMAX | Identity Management and Account Exchange | |
| IIF | Information in Identifiable Form | |
| IPA | Intergovernmental Personnel Act | |
| ISAA | International Space Act Agreement | |
| IT | Information Technology | |
| ITAR | International Traffic in Arms Regulations | |
| IVC | International Visit Coordinator | |
| JPL | Jet Propulsion Laboratory | |
| LPR | Lawful Permanent Resident | |
| NAFI | Non-Appropriated Funds Instrumentality | |
| NAMS | NASA Access Management System | |
| NASA | National Aeronautics and Space Administration | |
| NCHC | National Criminal History Check | | |
| NCI | NASA Critical Infrastructure | | |
| NCIC | National Crime Information Center | | |
| NIST | National Institutes of Standards and Technology | | |
| NPD | NASA Policy Directive | | |
| NPR | NASA Procedural Requirements | | |
| NRF | National Response Framework | | |
| OCHCO | | Office of the Chief Human Capital Officer | |
| OCIO | Office of the Chief Information Officer | | |
| OE | Office of Education | | |
| OIG | Office of Inspector General | |
| OIIR | Office of International and Interagency Relations | | |
| OMB | Office of Management and Budget | | |
| OPM | Office of Personnel Management | | |
| OPS | Office of Protective Services | | |
| OSTEM | Office of Science, Technology, Engineering, and Math | | |
| PCI | PIV Card Issuer | | |
| PKI | Public Key Infrastructure | | |
| PIA | Privacy Impact Assessment | | |
| PIF | PIV Issuing Facility | | |
| PII | Personally Identifiable Information | | |
| PIN | Personal Identification Number | | |
| PIV | Personal Identity Verification | | |
| PRA | Permanent Resident Alien | | |
| PRC | Permanent Resident Card | | |
| SAA | Space Act Agreement | | |
| SAO | Senior Authorizing Official | | |
| SATERN | System for Administration, Training, and Educational Resources | | |
| SAVE | Systematic Alien Verification for Entitlements | | |
| SBU | Sensitive But Unclassified | | |
| SORN | System of Records Notice | | |
| SP | Special Publication | | |
| SSN | Social Security Number | | |
| STI | Scientific and Technical Information | | |
| TTCP | Technology Transfer Control Plan | | |
| U.S. | United States | | |
| U.S.C. | United States Code | | |
| USCIS | United States Citizenship and Immigration Services | | |
| UUPIC | Universal Uniform Personal Identification Code | | |
|  |  | | |
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