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New Deputy CIO for Glenn Research Center Named
By Kristin Ratino, Communications Specialist, Glenn Research Center

Louise Moroney was selected as the 
new Deputy Chief Information Officer 
(DCIO) for NASA Glenn Research Cen-
ter (GRC) effective November 27, 2016.

Moroney has more than 25 years of 
progressive leadership experience 
across IT strategy, IT operations, and 
cyberdefense. Prior to joining NASA, 
Moroney served as the Deputy for the 
Chief Strategy Office (CSO) of the De-
fense Information Systems Agency 
(DISA), where she was part of a lead-
ership team that led strategic goal and 
objective development, along with the 
associated measures of performance 
that were used to assess goal and 
objective achievement. She also was 
responsible for the internal growth, 
development, and management of the 
Chief Strategy Office team.

Prior to her civilian role at DISA as Deputy 
for the CSO, Moroney served the organi-
zation in a military capacity in roles such 
as the Director of the DISA Command 
Center, Director for DISA Cyber Com-
mand Field Office, Director of Global 
Data Center Operations, and Vice Direc-
tor of Operations for the Joint Task Force 
Global Network Operations. Throughout 
her military career in the U.S. Army, she 
held a variety of leadership and staff po-
sitions across the information technolo-
gy and cyber mission areas in both Army 
tactical and strategic/installation levels 
and in the joint operating environment.

Moroney stated, “I am excited to be a 
member of the NASA team. I believe my 
skills and 25-plus years of experience, 
as both a customer-/mission-oriented IT 
service provider and a people-focused 

leader, will be a positive benefit to NASA 
GRC’s OCIO customer and team mem-
bers.” Welcome aboard, Louise!

No New Year’s celebration would be complete without thanking the people who 
worked very hard on one of last year’s resolutions: the IT Business Services Assess-
ment (BSA). It was truly teamwork, communication, and collaboration that steered 
us in the right direction. We took a hard look at how we manage IT and outlined a 
series of steps the Agency should take—and is taking—to optimize and protect our 
IT assets. The BSA results ensure that IT is seen as a strategic Agency resource, 
establishing clear direction for the NASA CIO to approve the Agency’s IT spending 
plan for non-highly specialized and oversight of highly specialized IT investments. In 
my personal opinion, the BSA will help us move from an “okay” to a “great” state.

In 2017, it is also critical that IT security remain a top priority at NASA! We have some 
serious challenges ahead of us. Our IT Security Division (ITSD) is working constantly 
to identify and counter attacks by implementing proactive and adaptable security 
measures. We are also working closely with the Department of Homeland Security  
(DHS) and other Federal agencies to implement new technologies and share best 
security practices—partnerships that have improved NASA’s security posture.

Our values will help guide our behavior to achieve NASA’s vision. It’s important for us to be responsive, customer-driven, 
transparent, accountable, and a trusted partner. Strengthening our IT services means adopting high-level performance 
goals and key priorities. So here are some 2017 New Year’s resolutions I would like our team to embrace:

1. Protect and effectively manage NASA’s IT as a 
strategic resource. (This is a top priority.)

2. Safeguard NASA’s information and IT assets 
to ensure mission safety and integrity.

3. Deliver excellence and delight our customers.
4. Optimize IT investments to achieve Agency priorities.

5. Capitalize on innovation to advance NASA’s capabilities.
6. Be flexible and willing to accept change.
7. Hold more skip-level meetings.
8. Show IT’s value.
9. Increase productivity.
10. Enjoy the job!

I look forward to this new year and know that there are great things ahead for our OCIO team!
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A Reminder From The NASA Privacy Office
By Bryan McCall, NASA Privacy Manager

NASA Privacy Policy (NPD 1382.17J)
NASA’s policy is to protect all forms of 
sensitive unclassified information, in-
cluding personal information. 

Federal law and regulations require 
that all personal information collected, 
used, maintained, and disseminated 
by or on behalf of this Agency be pro-
tected, whether in electronic or non-
electronic form.

Therefore, NASA policy requires that

1. All collections of sensitive unclassi-
fied information (including person-
ally identifiable information [PII]) 
will be assessed for applicability 
under, managed under, and appro-
priately protected in compliance 
with Federal laws, regulations, and 
Government-wide policies;

2. An Initial Privacy Threshold Analy-
sis (IPTA) for any new, or signifi-
cantly changed, applications, Web 
sites, information systems (includ-
ing third-party applications, infor-
mation systems, and collections 
of information provided by external 
service providers who are collect-
ing information on behalf of NASA), 
and all non-electronic information 
collections will be accomplished to 
determine/identify regulatory com-
pliance requirements; and

3. When initial assessments via the 
IPTA process call for the comple-
tion of a full Privacy Impact As-

sessment (PIA), one must be com-
pleted prior to actively collecting 
any information.

All collections of PII gathered by or on 
behalf of NASA will leverage Agency-
specific individual identifiers. Use of 
Social Security Numbers (SSNs) will be 
avoided to the greatest extent possible. 
In instances where SSNs are already in 
use, collections will be reviewed an-
nually for removal or replacement us-
ing other Agency individual identifiers, 
such as the Universal Uniform Personal 
Identification Code (UUPIC). The use 
of SSNs is authorized only when man-
dated by external or statutory require-
ments and justified in writing within the 
associated IPTA or PIA.

Information owners, custodians, and 
managers are responsible for main-
taining heightened awareness of their 
responsibility to protect privacy infor-
mation. Even potential compromises or 
loss of control over information is costly 
to individuals, the Agency, and the Fed-
eral Government. Encrypt it at rest. Do 
not store it on shared folders or other 
resources that do not have the appro-
priate protection ratings and mecha-
nisms in place. We are accountable!

If you have questions, please contact 
Agency or NASA Center Privacy Of-
fices. Contact information is available 
on the Agency Privacy Information Re-
source Web site (available at https://in-
side.nasa.gov/ocio/it-security/privacy-
management).

Security Tips 
• Think Before You Click: 

Any misspelled URLs, 
hidden links, poor grammar, 
unknown senders, suspicious 
attachments, or requests for 
personal information?

• Be aware of your 
information’s classification 
and where you send it.

• SBU, PII, and ITAR data 
cannot be freely shared or 
stored everywhere.

• Secure and protect sensitive 
information at your desk, in 
the hallway, and online.

• Set strong passwords and 
don’t reuse them for other 
accounts.

• Lock your computer when 
away from your desk.

For more information, visit: 
https://inside.nasa.gov/itsd/
reporting-incidents

NASA SOC (OCIO Security 
Operations Center) 
1-877-627-2732 
soc@nasa.gov, available 24/7
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NASA Langley Looks Toward a Future with 
Augmented and Virtual Reality
By Vince Whitfield, Communications Specialist & Sean Sullivan, Marketing Manager, NASA Langley Research Center

Employees at NASA Langley Research 
Center (LaRC) are investigating how 
augmented and virtual reality (AR/VR) 
could assist research and develop-
ment, educational outreach, and com-
munication to help achieve the Agen-
cy’s mission. The terms “AR” and “VR” 
cover a range of emerging information 
technology fields that have gained re-
cent popularity in consumer gaming 
applications. AR integrates digital in-
formation with a user’s environment in 
real time. In contrast, VR replaces the 
real world with a simulated one. The 
International Data Corporation projects 
that the AR/VR industry will grow to be 
worth more than $160 billion annually 
by the year 2020.

Teams at multiple NASA Centers are 
exploring the possibilities of AR/VR 
technology, and the NASA LaRC Office 
of the Chief Information Officer (OCIO) 
is keen to discover ways to share 
knowledge and coordinate AR/VR ef-
forts across the Agency. “Augmented 
and virtual reality technologies hold the 
potential to shape the future of research 
and collaboration at NASA,” said Ed 

McLarney, Associate Chief Information 
Officer for Technology and Innovation 
at NASA LaRC. “As a Center, we’re 
making efforts to figure out how these 
technologies can become tools to help 
us achieve the NASA mission.”

As part of that effort, the Center re-
cently hosted Joseph Weaver, CEO of 
ARIO in Newport News, VA, who gave 
a presentation about AR/VR tech-
nologies. The event was organized 
by NASA LaRC’s Multimedia League, 
a self-organized group of multimedia 
professionals who work on the Lang-
ley Administrative, Media, and Profes-
sional Services (LAMPS) contract. The 
presentation was attended by more 
than 50 Center employees, as well as a 
remote audience from NASA Marshall 
Space Flight Center (MSFC).

ARIO specializes in AR, VR, and mobile 
application development. While ARIO 
is a relatively new company, Weaver 
has over a decade’s worth of experi-
ence leading and working on projects 
that bring new and emerging technolo-
gies to the field. The presentation cov-

ered an array of topics, including an 
overview of AR and VR, ARIO’s role and 
goals in the industry, and the poten-
tial effects that these emerging tech-
nologies could have in business and 
academia. During the presentation, he 
passionately described the grand po-
tential of AR/VR technologies for solv-
ing complex problems. A lively Q&A 
session with the audience followed.

After the presentation, Weaver and his 
team demonstrated two software ap-
plications developed by ARIO. The first 
demonstrated how AR could be used 
to walk someone through a mainte-
nance check of a water pump system 
with little training or knowledge of the 
system itself. The second demonstra-
tion showed how AR could be used 
in the inspection and repair of a mili-
tary vehicle. After the demonstrations, 
NASA LaRC employees were invited 
to try the software themselves. Over-
all, the event gave attendees a glimpse 
into the future and the potential effects 
AR/VR technologies will have on both 
their work and their world.

JarMarcus King, ARIO provides an 
augmented reality demo for Jennifer 
Knight, NASA LaRC OCIO.
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The Most Important Technology Trends: 
Those That Evolve How We Work
By Tom Soderstrom, Chief Technology & Innovation Officer, Jet Propulsion Laboratory, California Institute of Technology

As we look at the exciting technology 
trends of the Next IT Decade (the next 
three years), one mega trend stands 
out: We will work very differently.

Why? Because we will need to work 
faster and more effectively with few-
er wait-states (aka “bureaucracy”). 
Consumer technologies are evolving 
very quickly and have made us highly 
productive at home. However, these 
trends are slower to adopt for an enter-
prise, largely because there are legacy 
technologies and the cost of switching 
is higher and more time-consuming.

So, because Jet Propulsion Laboratory 
(JPL) and NASA are made up of IT con-
sumers, a key disrupter is the adoption 
of the most meaningful emerging con-
sumer capabilities in the enterprise. If 
JPL and NASA can do this, our em-
ployees will be more productive and 
more satisfied and we can deliver the 
NASA mission more quickly, more se-
curely, and at lower cost.

But, which technologies and capabili-
ties will matter and how can we use 
them? The answer is to predict the 
Human Behavior trends as Human Be-
havior affects IT, which affects Human 
Behavior, which affects IT, … you get 
the point. Simply put, they help us se-
lect which technologies are worth pro-
totyping in the near-term, as they are 
the most likely ones to be adopted in 
the enterprise.

From our research, the key Human Be-
havior traits for the next few years are 
the following:

WHO will do the work? Entrepreneurs 
will come up with ideas. Makers will 
use 3D printing, Arduinos, Raspberry 
Pis etc. to prototype a solution. Crowd-
sourcing will help us find specific exper-
tise and new, non-traditional, partners 
who will work from anywhere to ac-
complish the NASA and JPL missions 
(this will include public hackathons).

HOW will they work? They will use an 
Agile approach and Open Source and 
consumer technologies in the cloud 
to rapidly prototype a minimum viable 
product (MVP) and pivot quickly when 
needed. They will use crowdsourcing 
in creation of these MVPs, both inter-
nally to the enterprise, through internal 
hackathons and internal Kickstarters, 
and externally by using the NASA Open 
Innovation contracts and other ap-
proaches.

WHAT technologies and tools will they 
work on? They will apply advanced 
analytics and deep learning to make 
Smart Data from the current Big Data. 
They will evolve the cloud as the default 
development and operations platform, 
with rapid course corrections when 
needed. DevOps will be the expected 
way to work. The key enablers will be 
Internet of Things, Wearables, Natural 
User Interfaces, and Conversation as a 
Platform.

Which are the key CHALLENGES they 
will face? We will no longer be able 
to lay out a long-term, fixed architec-
ture. Instead, we will need to create a 
chaotic architecture, where frequent 
changes with effective and automated 
analytics is the new normal. Because 
of the size, scale, and speed of con-
tinuous development / continuous inte-
gration (CD/CI), manual operations will 
be replaced with automation and this 
change can be difficult both technically 
and culturally. Cyber Security becomes 
ever more important and needs to be 
built into all the solutions and automat-
ed with advanced visual and predictive 
analytics. Luckily, these challenges are 
not unique to our enterprise, and by 
collaborating with others, we can meet 
them more quickly.

By paying attention to the Human Be-
havior trends, we will evolve the way 
we work to adopt new technologies 
faster, create automated and fully scal-
able solutions, and get effective help 
from new and varied partners.

Most importantly, this will help us use 
new techniques to answer the big 
questions more quickly, such as: Is 
there life in Space? How can we put 
humans on Mars? How can we redirect 
an asteroid? Where is Earth 2.0? How 
can we help protect Mother Earth? And 
that’s what it’s all about. An exciting fu-
ture indeed!
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What’s New in 2017: Top IT Trends
By John Sprague, Associate CIO, Technology & Innovation Division (Acting), and 
James B. McClellan, Tech Infusion Branch Manager, Office of the Chief Information Officer.

Information Technology analysts name 
virtual/augmented reality, intelligent 
applications, and customer journey 
analytics among the top trends for 
2017 and beyond. What’s next for 
NASA Innovation?

 » Data Centric Model (DCM): The 
DCM is a strategic vision for NASA 
to incorporate the latest trends in 
twenty-first century computing 
and simultaneously provide a more 
secure system than we are oper-
ating today. Using only a modern 
browser, data content is delivered 
to the screen but not stored on the 
device, exemplifying the Any De-
vice, Any Network challenge.

 » Collaboration: The Chief 
Technology Officers (CTOs) for 
IT, in conjunction with the OCIO 
Collaboration Team, have been 
working on a federally-approved 
solution for Enterprise File Sync 
and Share (EFSS). This tool, 
coming in 2017, will provide cloud-
based storage and sharing across 
the Agency. It opens the door to 
achieving several tenants of the 
DCM, while increasing security 
and lowering the risk of data loss.

 » Internet of Things (IoT) Lab: 
Now entering Phase III, the 
physical lab is located at Johnson 
Space Center (JSC) in the 1958 
Co-working Space, but the 
IoT team spans the Agency. In 
Phase III we will be developing 
the NASA IoT policy and look 
towards operationalizing the IoT 
environment across all of NASA. 

 » NASATube: Hosted on the 
Amazon GovCloud, NASATube will 
provide an internal-only, Agency-
wide repository for NASA videos 
that are Americans with Disabilities 
Act (ADA) 508-compliant and a 
secure location for subject matter. 
It allows any NASA employee 
to easily submit and post their 
videos, enabling collaboration and 
sharing on a whole new level.

 » T&I Labs Innovation Challenge: 
Our 5th Annual Challenge 
showcased many interesting and 
exciting projects. Appearing again, 
a mind-controlled drone prototype 
has advanced algorithms that 
can now control elements in the 
International Space Station virtual 
environment with only a thought! 
The 6th Annual Challenge begins 
January 9, 2017; start planning 
your entry today! 

 » World Wind: A free, open-source 
Application Programming Interface 
for a virtual globe (spatial data) al-
lowing developers to quickly and 
easily create interactive visualiza-
tions of 3D globe, map, and geo-
graphical information. Organiza-
tions across the world use World 
Wind to monitor weather patterns; 
visualize cities and terrain; track 
the movement of planes, vehicles, 
and ships; analyze geospatial 
data; and educate people about 
the Earth. New capabilities are ex-
pected in 2017. 

 » NEW Open Gov Plan: The 
plan offers new pathways for 
public involvement, employee 
collaboration, and provides 
a roadmap to track past 
performance from the 2010 Open 
Government Plan through today. 
We’ve embraced these principles 
and built upon the initial activities 
by leveraging these early learnings 
and best practices. 

 » NASA Federal Source Code 
Framework: We are ensuring new 
custom-developed federal source 
code is made broadly available 
across the federal government. 
This approach meets the Digital 
Government Strategy “Shared 
Platform” approach to enable 
federal employee collaboration—
within and across agencies—to 
reduce costs, streamline develop-
ment, apply uniform standards, 
and have consistency in creating 
and delivering information. 

 » Conversational Systems: Today 
we have automated phone interac-
tions like Siri, but soon consumer 
digital platforms will use artificial 
intelligence and machine learn-
ing. Natural-language recognition 
and voice synthesis will make it 
difficult to distinguish between hu-
mans and machines. The T&I Data 
Analytics team is developing sev-
eral advanced concepts related 
to this work, such as predictive 
analytics to help mission partners 
make real-time decisions based 
on mission data.

As we continue to innovate and work 
on solutions to solve or mitigate 
problems, we appreciate you telling us 
your challenges and headaches. We 
hear you and are actively addressing 
your frustrations to make it easier, 
efficient, and more enjoyable to do 
your job. We look forward to what 
2017 has to offer!
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Innovation at Goddard Space Flight Center (GSFC)
By Keith Keller, Associate Director for Innovation & Chief Technology Officer for Information Technology, Goddard Space Flight Center

Although the term “innovation” has 
many meanings in different contexts, 
innovation is a necessary part of any 
successful IT service organization. To 
innovate means to create something 
new and to incorporate this new thing 
into an organization in order to make 
the organization more effective, more 
efficient, and, ultimately, more com-
petitive.

There is an interplay between IT tech-
nology, processes, and business mod-
els that drives innovation. For example, 
a new device may offer capabilities that 
allow a new, more efficient process. This 
new process could then be incorporat-
ed into a more efficient and competitive 
business model. An innovative “feed-
back loop” then occurs when the new 
business model spurs the development 
of more improved technology. NASA is 
benefiting from this innovative IT spiral.

New IT capabilities are being explored 
at NASA Goddard Space Flight Center 
(GSFC) through prototyping activities 
in cloud computing, virtual desktop 
infrastructure (VDI), and—with new 
human-machine interfaces—virtual re-

ality and augmented reality (VR/AR). 
The GSFC IT and Communications 
Directorate (ITCD) has assisted GSFC 
users in prototyping new capabilities 
such as avionics component modeling 
and simulation, along with cloud-based 
storage using NASA’s Enterprise-man-
aged cloud services, i.e., Amazon Web 

Services (AWS). VDI solutions are being 
evaluated as a Center capability for on-
demand, accessible, standardized, and 
secure computing. ITCD has partnered 
with its engineering community to de-
velop a VR/AR pilot roadmap and to 
ensure secure and adequate network 
access for this innovative technology.

When combined with other innova-
tive technology areas, such as additive 
manufacturing (e.g., 3D printing), IT in-
novations will fundamentally change en-
gineering and science. These new ca-
pabilities will drive further innovation in 
engineering and science to ensure that 
NASA remains a world-class science 
and engineering organization. Innova-
tion is part of NASA’s DNA, so innova-
tion in IT should be a matter of course.

Contact Keith Keller at keith.l.keller@
nasa.gov with any questions.
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Coming Soon – Mobile Device Management (MDM)
By Kellie White, Communications Specialist, Marshall Space Flight Center

The Center for Internal Mobile Appli-
cations (CIMA) has partnered with the 
Identity Credential and Access Man-
agement (ICAM) team and the End User 
Services Office (EUSO) to provide users 
with increased security and greater ease 
of use on their NASA-issued iOS and 
Android mobile devices. Given all of the 
recent cybersecurity threats seen within 
the Federal sector, the new technology 
being introduced by these three teams 
could not have come at a better time.

The new technology, which is being im-
plemented in three distinct phases, will 
reach full benefits in late 2017. The first 
phase, completed in 2016, introduced 
the use of mobile device management 
(MDM) to the NASA community. Us-
ers can now successfully register their 
NASA mobile devices at mdr.nasa.gov. 

With this rollout, users who have reg-
istered their NASA mobile devices no 
longer have to worry about placing the 
Agency at risk if those devices are lost 
or stolen. Once reported as lost or sto-
len, a device is “wiped” and all NASA 
data are removed, thereby securing 
NASA’s information.

The second phase will consist of the 
derived credential certificate and the 
NASA secure container for mobile de-
vices. This phase will begin in 2017 
and will eliminate the use of passwords 
for authentication on NASA-provided 
mobile devices and will give users the 
ability to send and receive encrypted 
e-mails for iOS and Android mobile 
devices. The implementation of the se-
cure container to access NASA e-mail, 
contacts, and calendars will further 

the efforts to improve NASA’s security 
posture by protecting NASA data and 
services on any Android or iOS device.

The third and last phase will begin roll-
out later in calendar year 2017 or in ear-
ly 2018. This phase will provide NASA 
with the ability to fully manage the life 
cycle of NASA applications and services 
being accessed from a NASA-provided 
mobile device. Once this phase is com-
pleted, users will access NASA mobile 
applications from the secure container 
via their Android or iOS device.

Be sure to look for Center and Agency 
announcements and opportunities to 
learn more starting in 2017. Until then, 
if you have questions or suggestions, 
send us an e-mail at msfc-cima@mail.
nasa.gov.

Agency Applications Office to Configure Enterprise 
Applications/Systems for Two-Factor Authentication
By Kellie White, Communications Specialist, Marshall Space Flight Center

The Agency Applications Office 
(AAO) will be configuring two-
factor authentication for all AAO 
Enterprise Applications integrated with 
Launchpad (SiteMinder) and the SAP 
Suite (Core Financial, Procurement 
for Public Sector, and Business 
Warehouse). The planned release for 
this change is currently scheduled for 
Release 17.2, which will occur in late 
March 2017. This configuration change 
is being implemented to meet the 
OMB M-11-11 Federal Mandate, which 
increases security and eliminates 
the use of username and password. 
After the systems and applications 
have been configured for two-factor 
authentication, all users will need a 
Personal Identity Verification (PIV) 

Smartcard or RSA SecurID token to 
access the systems and applications. 
Users of AAO applications will need to 
be aware of the following items:

1. All users will need a PIV Smartcard 
or RSA token to access all applica-
tions configured for two-factor au-
thentication.

2. Users who do not currently have 
a two-factor credential will need 
to obtain one through their home 
Center.

3. PIV-ineligible workers may authen-
ticate using RSA tokens until the 
NASA Smartcard is available to 
them.

4. Individuals who frequently telework 
will need to check their Center pol-

icy regarding the use of VPN and 
RSA tokens. As a reminder, users 
should not be storing NASA data 
on non-NASA computers per secu-
rity guidelines.

The change to two-factor authentica-
tion will result in increased security 
measures for both the user and the 
Agency. To view a list of AAO applica-
tions being configured for two-factor 
authentication, please visit https://
epss.nasa.gov and look for the link la-
beled “Two-Factor Authentication.” 

If you have questions or require ad-
ditional information related to this up-
coming change, please e-mail the AAO 
at MSFC-CC-BR-Team@mail.nasa.gov.
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BSA Corner
By Meredith Isaacs, OCIO Communications Specialist, NASA Headquarters

As the implementation of IT Busi-
ness Services Assessment Decisions 
marches along, much progress has 
been made. As of December 15, 56 
percent of IT BSA tasks are fulfilled 
(up from 34 percent last quarter); an-
other 4 percent are almost finished! So 
far, a lot of important work has been 
completed by OCIO staff across all 
Centers. Some highlights include the 
following:

• Roles and responsibilities: Nam-
ing program executives for the 
Applications, Communications, 
Computing Services, End User 
Services, Information Manage-
ment, and IT Security Programs 
and defining Level 0–3 roles.

• Governance: Redefining gov-
ernance boards (IT Council, IT 
Project Management Board, CIO 
Leadership Team) and conducting 
the first Center Functional Review 
(CFR).

• Computing services: Drafting a 
program plan and defining data 
center elements for reporting.

• Communications: Completing 
the communications domain ar-
chitecture and writing the commu-
nications program plan.

• Workstations: Measuring Agency 
Consolidated End-User Services 
(ACES) usage at each Center and 
designing a waiver for non-ACES 
workstations.

• Collaboration: Outlining evalua-
tion criteria for a Core Suite of Col-
laboration Tools and establishing 
a tool portal (available at https://
inside.nasa.gov/ecs/approved-
collaboration-tools), currently be-
ing populated.

• IT Security: Conducting a zero-
base review of security spending 
and deploying the Continuous 
Diagnostics and Mitigation (CDM) 
tools.

As actions add up, new programs and 
assets will bring benefits to the OCIO 
community and information technol-
ogy customers. These advantages 
allow the OCIO to assist customers, 
capitalize on innovation, safeguard 
NASA’s information, and optimize IT 
investments.

• Customer Service: For IT cus-
tomers, new program offices will 
present “front offices” for enter-
prise OCIO services while up-
dated strategic sourcing guide-
lines instruct in the use of existing 
contracts and the procuring of 
new contracts. For data owners, 
monthly Cloud Community of In-
terest Forums share best practices 
and feature guest speakers.

• Innovation: By embracing new 
ways of handling information, IT 
is evolving. With the cloud, con-
centrated data centers are more 
efficient and cloud options offer 
new (and cost-effective) means for 
“big data” processing. The OCIO 
is also developing a Core Suite of 
Collaboration Tools to meet most 
needs while eliminating duplica-
tion and providing one-stop ac-
cess.

• Security: New firewalls will unite 
Centers behind a shield while 
easing collaboration. Security 
tools, like CDM, amplify the 
Agency’s knowledge of 
devices and software on 
the network and allow 
for greater threat as-
sessment.

• Savings: By becoming more ef-
ficient in services, the OCIO has 
begun to save while recognizing 
other areas in which to uncover 
more savings. Reserves gathered 
through contracts, strategic sourc-
ing, operations, and data center 
consolidation will be reinvested 
into services and the mission.

Through the hard work across the 
Centers, the OCIO is bringing benefits 
to the IT community and customers.

Questions about the IT BSA?

Read more: 
https://inside.nasa.gov/ocio/bsa

Save The Date!
Join us for the IT BSA Ask-Me-Any-
thing Webinar with CIO Renee Wynn 
on January 18, 2017, 11:30 a.m.–12:30 
p.m. ET. This will be an event open in-
ternally to NASA employees. Submit 
questions to HQ-ASK-BSA-IT@mail.
nasa.gov. More details to come.
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2016 Headquarters Honor Awards
Team Excellence Award, Internatioinal Space Apps Challenge, Beth Beck; Customer Service Award, Joe Gomes; Excep-
tional Service Medal, Jason Duley; Team Excellence Award, Datanauts Team. Photo Credit: (NASA/Aubrey Gemignani);
Not pictured: Customer Service Award, Dana Mellerio.

NASA OCIO   IT Talk   Jan - Mar 2017       11



NASA Deputy Chief Information Officer Face to Face, December 6-8, 2016 - Washington, D.C.
(l-r): Faith Chandler, Catherine Prohaska, Terry Jackson, Grace DeLeon, Dan Conway, Beth Beck, Dennis Groth, 

Dwaine Kronser, Steve Guy, Jeanne O’Bryan, John McDougle, David Walters, Russell Leonardo

National Aeronautics and Space Administration

www.nasa.gov

NASA Technology & Innovation Face to Face, December 6-8, 2016 - Washington, D.C.
(l-r): Travis Kantz, Nick Skytland, Brian Thomas, Andrew Adrian, John Sprague, James McClellan, Jason Duley, Veronica Phillips, Beth Beck

National Aeronautics and Space Administration

www.nasa.gov
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Office of the Chief Information Officer 
300 E Street, SW 
Washington, DC 20546
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