A test flight for the Ultra Long Duration Balloon was conducted from Ft. Sumner, N.M., on February 4, 2005. The 6.21 million cubic foot balloon reached a float altitude of 100,000 feet. The flight was terminated safely. The balloon and payload were recovered approximately 20 miles north and northeast (respectively) of Amarillo, Texas. Total flight time was 2 hours, 43 minutes.
Warm Start – Cold Middle – Warming End
by Bob Steiner, Meteorologist

A reading of 69 degrees on January 1, 2005, tied a daily record high for that date. A 60 degree reading on January 7 set a new daily record high for that date.

Following a warm start, a new record low was set on January 24 when the mercury fell to 11 degrees. When the total temperatures for the month are compiled, the monthly average temperature of 37.3 degrees for January was 1.3 degrees warmer than average. The warmest day during January occurred on the 4th with a reading of 70 degrees. A reading of 11 degrees on January 24 and 28 were the coldest temperatures recorded during the month.

Measurable snow fell on three days during January, with the greatest one day total of one inch recorded on January 19.

Measurable precipitation fell on 10 days with 1.43 inches of rain on January 14 being the greatest single day total for the month. The liquid equivalent total of 3.94 inches .79 inches above average for the month.

March is the last month of winter, and we can look forward to daily highs of 49 degrees at the beginning of the month. Hopefully, temperatures will warm to near 56 degrees by the end of the month. Overnight lows should average near 31 degrees on March 1, improving to 40 degrees by the 31st. The record high for March is 86 degrees recorded on March 13, 1990. The extreme low for March is 14 degrees and occurred on March 1, 1980, and March 4, 1996.

We can look for measurable precipitation to occur on 10 days during the month with an average total of 3.94 inches.

Stay alert to warnings, winter storms have been experienced into March. By the end of the month, we will be looking forward to the onset of spring.

Stressed?

Are you totally stressed out? Try a relaxing massage.

A representative from Massage For Wellness will be coming to Wallops on February 15 from 9:30 a.m. - 2 p.m. in the Building E-2 Training Room.

Call the Health Unit TODAY at x1766 to schedule your massage.

The charge is $15 for a 15 minute massage and $45 for a 30 minute massage.

Engineer’s Week

Engineer’s Week is February 20 - 26. This is an excellent time to talk to children about the opportunities and careers in science, technology, engineering and math.

Contact your local school and volunteer to help enlighten students on the benefits of continued education. The teacher is the best source of information and/or topics to present.

For more information contact Ed Parrott at x1681.

Employee Express Security Alert

The Office of Personnel Management (OPM) has discovered that there is another company hosting a web page that is www.employeeexpress.com. It has a link to a web page that claims to be and looks like the official government home page of Employee Express. The .com site can load spy ware on a PC and can capture your Social Security Number and pin.

Identity theft is a possibility if you think you are accessing the secure official government site when in fact you are accessing this .com site. The .com website is a commercial site and not the government’s Employee Express website. You should use caution when accessing the Employee Express website. Be sure to only access the .gov site for employment related personnel actions and services.

When you are linked to the official government employee express web site, the URL: https://www.employeeexpress.gov will display at the top of the browser window and the padlock/security icon will appear near the lower right hand corner of the browser window. OPM has updated the official .gov employee express web site to include the following warning message in the announcements: *** security alert - all employees***

Contact Nickeisha Hamilton at x66-8208 if you need assistance with accessing the Employee Express system.
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